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Introduction

Schlage Express is an access control management system that manages electronic access control devices.
Schlage Express manages and monitors offline devices. Each device has unique characteristics, which are all

accessible through Schlage Express.

Technical Support

For additional support and advice for Schlage Express, contact technical support.

U.S. Schlage Technical Support
Phone: 877-671-7011
E-mail: Electronic_lock_techprodsupport@irco.com

Locking Device Cross-Reference Table

The following table shows the cross-reference between installed Device, the Lock Type required to be specified on
doors, and the Programming Device needed to transfer data to the device using UpLink if applicable.

Device Lock Type Programming Device
CM 5xxx Series CM/BE367 Lock HHD plus CIP
CM 993 Trim Series CM/BE367 Lock HHD plus CIP
CT Controller Series CM/BE367 Lock HHD plus CIP
SmartExit bars CM/BE367 Lock HHD plus CIP
SmartMagnets CM/BE367 Lock HHD plus CIP
HandKey I Handkey Il Ethernet, serial
BE367 5xxx Lock CM/BE367 Lock HHD plus CIP
BE367 9xxx Lock CM/BE367 Lock HHD plus CIP
BE367 Deadbolt BE367 Deadbolt HHD plus CIP
AD-200 Series AD-200 HHD

AD-201 Series AD-201 HHD

CO-200 Series CO-200 HHD

CT5000 CT500 HHD

CO-220 CO-220 HHD




Introduction

System Components

System Components

Before you start using the Schlage Express Software, take a moment to get to know the components that you will

be handling.

AD 200 Series Locks

The AD-200 Series Locks are battery powered offline locks
that can use various credentials (PIN, Prox, Mag stripe,
Card + PIN). The AD-200 locks are modular and read
different credentials with additional hardware add-ons.

AD 201 Series Locks
The AD-201 Series Locks are battery powered offline locks
that support the FIPS 201 75-bit PIV credential.

C0-200 Series Locks
The CO-200 Series locks are battery powered offline locks
that can use various credentials.

C0-220 Series Locks

The CO-220 Series locks are battery powered offline locks
that can use various credentials. It also allows immediate
local lockdown by simply pushing the button on the remote
fob from anywhere in the classroom. An illuminated visual
indicator located on the interior side of the lock provides
instant verification that the door is secured. The CO-220
provides a localized solution for schools that want to
upgrade without the cost or complexity of a networked
system.

CT5000
The CT5000 is an offline single opening controller.

BE367 Deadbolt

The battery-powered BE367 Deadbolt is an electronically
programmable deadbolt lock. It is programmed to accept
iButtons. When an iButton is presented to the BE367
Deadbolt, the lock reads the electronic signature of the
iButton and if the lock has been programmed to accept that
signature, the lock will operate.

Legacy KC2 5000 and 9000

The battery-powered King Cobra is an electronically
programmable lockset that can store PIN codes and
iButtons.

CM993

The CM993 is a computer managed retrofit trim and
interfaces with Von Duprin 98 & 99 Series Exit Devices.
Models of CM993 are available that will accommodate a
variety of credentials, i.e., mag stripe card, HID prox card,
iButton and keypad.

CT1000 Controller

The CT1000 Controller is an offline, hardwired, universal
controller that supports 1000 users and 1000 audit events
The CT1000 supports iButtons, mag stripe cards, PIN
codes and HID prox cards.

HHD

Using the HHD you can transfer information to and from
the locks without having to return multiple times to the
desktop PC. When connected together, the HHD and the
desktop PC transfer new or updated programming and
audit trail information between each other. Will connect to
AD and CO series locks with the included USB cable. Can
connect to other locks with the CIP add on. Works with all
credentials.

Schlage Express Software

Schlage Express software is an easy-to-use system that
provides access control and key management for both
multi-family residences and commercial facilities.

Backup Facility Files

Always back up your Schlage Express facility files. Back up
the files to diskette, CD, network or flash drive. The backup
facility files are a safeguard in case theft, fire, computer
virus, or other disaster should strike the desktop PC that
houses your database.

User Credentials
User Credentials lets you lock or unlock a variety of locks
which have been programmed to accept the credential.

e Red iButtons are for programming.

e  Black iButtons are for user access.

e All Legacy KC2 locks will also accept a Black iButton
as a programming key. You can only use a Red iButton
to program a BE367 Deadbolt.

HH-USB Cable

This cable comes with the HHD. It is used to connect the
HHD to a desktop PC and to USB enabled locks (CO and
AD series).

HH-SERIAL Cable
This is an additional cable that can be purchased
separately from the HHD that connects the HHD to the CIP.

Computer Interface Peripheral (CIP)

The CIP is used to connect to non-USB enabled locks.
Use the CIP to transfer data between the non-USB enable
lock and the HHD.




Introduction Hardware Connection

Hardware Connection
Prior to making facility changes in Schlage Express or programming a lock, your hardware must be connected
properly. Connect hardware as shown below.

From PC to HHD
Use the standard HHD USB cable (HH-USB) to connect the HHD to the PC.

To PC’s To HHD’s
USB Port Connection Port

<= 0= 85 USB Cable S [[][] =+

From HHD to USB enabled Lock (AD, CO or CT series)
Use the standard HHD USB cable (HH-USB) to connect the HHD to USB enabled lock.

To Lock’s To HHD's
USB Port Connection Port

: s z@ <= -] 115 USB Cable S [I[ ][] =

From HHD to non-USB enabled Lock
Use the HHD Serial cable (HH-SERIAL) to connect the HHD to the CIP then connect the CIP to the Lock.

= NOTE: Regardless of lock model, smaller circle on CIP always plugs into smaller circle on iButton
receptacle of lock being programmed.

To HHD’s
Connection Port To CIP To Lock

‘_[[[:_]m:]ﬂs Serial Cable =i é@ |

—ger




HHD Setup

Installing Microsoft® ActiveSync® or Windows Mobile Device
If your computer is running Windows XP or earlier use Microsoft ActiveSync. If your computer is running Windows
Vista or later, use Windows Mobile Device.

= NOTE: The following procedure is only applicable if a HHD (Hand Held Device) will be used to program
locks at a facility, and must be performed before proceeding to Chapter 3, Installing/Starting Schlage
Express.

You must set up the HHD before you install the Schlage Express software. The HHD setup begins with the
installation of Microsoft® ActiveSync® or Windows Mobile Device, which enables the HHD to communicate with
the desktop PC.

= NOTE: If you plan to use a laptop computer instead of a HHD for programming locks, then the laptop
computer must be the computer you use to maintain the database.

Determining if ActiveSync is on the PC

Installing ActiveSync on a computer that already has it installed can cause problems with the system. It is
recommended that you check your computer for ActiveSync before installing. To see if ActiveSync is on your
computer:

1. Open the Control Panel.

CEX

B Control Panel

File Edit View Favorites Tools Help f'
= ) ) »

W B2 -k < ! ﬁ‘ P | Search l|. = Folders iy

Address |3 Control Panel v| Go
Mame Comments hn

&5 AC3 Filter Configures speaker ...

-!_',.Accessibilit'y Options Adjust your comput...

=% add Hardware Installs and trouble...

{L) Add or Remove Programs Install or remaove pr...

@ Administrative Tools Configure administr...

[_!l Adobe Gamma Calibrate monitor fo...

ﬁ Automatic Updates Set up Windows to ...

# ClearType Tuning Adjust your text for, .. L




HHD Setup

Installing Microsoft® ActiveSync®

or Windows Mobile Device

Open the Add or Remove Programs option.

# Add or Remove Programs

= -
Currently installed programs: [0 show updates Sort by:
Change or p - e = :
R fur] VR Client Applications 42, 438 B
Programs Click here for support information.
To change this program or remove it from your computer, dick Change or Remove. Change o
s [ Remove |
Add New ;"ﬂ': Adobe Acrobat 7, 1.0 Professional Size 06, 00MB
Programs |
i. Adobe Flash Player 10 ActiveX
|
@ |l Adobe Flash Player 10 Plugin
T ‘ & Adobe Photoshop €5 Size 130.00MB
Add/Remove 28
Windows |8 adobe Reader 3.1.0 Size 36,50MB
Components i
- B ALPS Touch Pad Driver Giza 1 3amp_

Select Name from the Sort by drop down box.

Scroll down the list until you see Microsoft ActiveSync.

# Add or Remove Programs

Add/Remove [

\ai| Microsoft Application Virtualization Desktop Client

=1 i
Currently installed programs: [0 show updates Sort by:
CFLJangE or i'ﬁ'WﬂtTtl'S'O‘lT‘TNETFrEI‘ﬂ'EWW'J.'. T =
PrE;nr?a\:s iﬁ! Microsoft .MET Framework 2.0 Size 83.39ME
——— |
| ;ﬁ! Microsoft \NET Framework 3.0 Size 57.73VB
= | | .
% % Microsoft ActiveSync
Add New Click here for support information.
Programs
Last Used On 3/8/2010
@ To change this program or remove it from your computer,, dick Change or Remove.

Size 39.43MB
Windows |
Components |ﬁ! Microsoft ASP.MET 2.0 AJAX Extensions 1.0 Size 1, 75MB
| :
* If ActiveSync is listed then there is no need to install it on the computer.
[ ]

If Active Sync is NOT listed, then follow the instructions below to include it.




HHD Setup

Installing Microsoft® ActiveSync® or Windows Mobile Device

1.

nstalling ActiveSync

proceeding.)

i Microsoft ActiveSync 4.5
Microsoft ActiveSync 4.5

Welcome to Microsoft ActiveSyne 4.5 Setup

Tlick Next toinstall Microsoft AcHvVeSync 4.5 on your computer.

Insert the CD into the disc drive. (You may want to check for a newer version on the Internet before

J [

[ Next=

Cancel

2. Click Next.

i Microsoft ActiveSync 4.5

License Agreement

Please read the following license agreement carefully.

MICROSOFT SOFTWARE LICENSE TERMS
MICROSOFT ACTIVESYNC 4.5

These license terms are an agreement between Micosoft Corporation (or
based on where you live, one of Its affllates) and you. Flease read them.
They apply to the softwore nomed above, which includes the media on which
you received it, if any. The terms also apply to any Migosoft

(¥ accept the terms in e icense agresment!
()1 do not accept the termsin the license aoreement

ol

hext >

J [

< Back

I

Cancel




HHD Setup Installing Microsoft® ActiveSync® or Windows Mobile Device

3. Accept the license agreement and. Click Next.

i Microsoft ActiveSync 4.5

Customer Infarmation

Please enter your information.

User Mame:

securty  ed nologies|

Qrganization:

]Inger:oll Rard

[ < Back ]L hext > _J [ Cancel ]

4. Enter your information. Click Next.

i Microsoft ActiveSync 4.5

Destination Folder

Install Mcrosoft ActiveSynz 4.5 to:

C:\Program Files Microsoft ActiveSyncl

Yolume Diisk Sz= Avalzhle Requred Differences
=c: 3768 14CGE 31MB 14:8
[ < Back i Mext> | Cancel




HHD Setup Installing Microsoft® ActiveSync® or Windows Mobile Device

5. Click Next to begin installation.

i Microsoft ActiveSync 4.5

Ready to Install the Program
The wizard is ready to begin nstallation.

Setup k ready to begn instaling Microsoft ACtvESYRC 4.5

[ <Back  Ji Tnstal | [ Cancel |

6. Click Install. Wait for the installation process to complete.

i Microsoft ActiveSync 4.5
Microsoft ActiveSync 4.5 Setup is complete. % A

The Setup Wizard has successfully instell=d Microsaft ActiveSync 4. 5, Click Tnish to exit the
wizard.




HHD Setup Installing Microsoft® ActiveSync® or Windows Mobile Device

7. Click Finish. The HHD Setup Wizard will start automatically.

ynchronization Setup Wizard §|

- Welcome to the Pocket PC Sync
| Setup Wizard

Ta sat up 2 sync partrership between this computer and
your Packet PC, clck Meat.
F you dick Cancel, you can atill:

« Copyand move files between your Packet PC and
this computer

* Mdd and remove programs on your Pocket PC

.
— " '-i ) F
o o
L
1
<Back || Het> | [ Comoel |
8. Click Next.
ynchronization Setup Wizard
Synchronization Options
Choose the information you wart to synchronizes with your Pocket PC from yaur
computer (MWindaws PC 4L
Irformation Type
[ [23] Contacts
[ [ Calendar
] @ E-mail
| Tasks
= E MNotes
=
[ (#¥] Files
O e Media
Seledt aninfermation type above and click Settingsto change
synchronization aptiona for that type: Settnga
[ <Back J[ Mez | [ coaneel ]




HHD Setup Installing Microsoft® ActiveSync® or Windows Mobile Device

9. De-select Favorites.

ynchrenization Sctus Wizard

Synchronization Opbions.
Choose be infonndion pou ma o spichroniae selh pou Fuceed PCamyaun
compdier [Wrdows MC 4}

fnmiatinn Tyne

B & culads

0 [ cderae-

B &) Cnad

M ] Trscs

| Matca

O &3 Favotes

@

1 G Meclia

Coeblesin i e b e
eynenranizaiior eptione ‘e tha byps. Catinge

10. Select Files.

File Synchronization

. & Synchonized Filsa folder will ba cizated an wour deshtop compuler.
© Face files that you want to sunchranize inka this folder.

Microsofl ActiveSync may neec to convert liles when synchranizing
betiween vour mobile device and this desktop computer. Mobe: A converted
fle may not contain all information found in the original fle.

HE Help

11. Click OK.

Synchronization Setup Wizard

Synchronization Options:
Choose the Information you want to synchronize with your Pocket PC from your
computer (Windowe PC 4}

Irformation Type
e

H &) E-mail

] Tasks

[ [o] Notes

[ 155 Favorites

o

O @ Media

Select aninformation type above and click Settngsto change
eynchronization aptione forthat type.

Bk [ Het> ] [ coneel |

10



HHD Setup Installing Microsoft® ActiveSync® or Windows Mobile Device

12. Click Settings.

File Synchrenization Settings

File Synchronization
"

Synchronize zekected files o your mobile device with the
corresponding fles on this computer.

On thiz computer, synchronize the files in thiz folder:

CADacuments and Sethingzifooolidgs My Documernks M _FCoalid

Sunchronized files

MHame

] 4 | Cancel |

13. Take note of the synchronization folder location. This information is necessary to set up Schlage Express to
use the same synchronization folder as ActiveSync to transfer files properly. In this case the synchronization
folder is C:\Documents and Settings\fcoolidg\My Documents\WM_FCoolidg My Documents\.

14. Click OK.

3 Synchrenization Sctus Wizard

Lyndhronizetion Options
Choose be infonndion pou ma il o spichroniae selh pour Fuceed PCamyaur
compdier [Wrdows MC 4}

| Ffamation Tyne
[ [E] Culads
O A Cderae
‘ B &) Cnad

| 1 ] Taeee

| 5] Matea

| O & Farazs
Ery- -
| O1 & Media

Scbct ar rmomatontypc abows ond clolt Sotnga 1o change
eyncaranzafior ephione ‘artha byps.

11



HHD Setup Installing Microsoft® ActiveSync® or Windows Mobile Device

15. Click Next.

& Synchronization Setup Wizard |

Completing the Pocket PC Sync
Setup Wizard

You have successfully completed the Pocketl PC Sync Setup
Wizard. The gettings you chase have besn stored and will be
used when you synchonice your Podest PC.

Ta close this wizard and begin synchonizing your Pachet PC,
click Anizh. Do not deconnect your Pocket PC until the first
gynchmonization is finighed.

[ sBsc | Frsn | [ Camel |

16. Click Finish. The Setup Wizard will close.
17. Open ActiveSync.

% Microsoft ActiveSync
G0 View Tools Hep

@ Sync (Eﬁ Schiedule E‘;“‘? Explare

WHM_FCoolidg
Connected

Synchronized
Hide Details &
Informatian Type | Status
a Windaws PO Synchronized
[E¥1 Files

12



HHD Setup

Installing Microsoft® ActiveSync® or Windows Mobile Device

18. Select File > Connection Settings.

&% Connection Settings

@ Device connected

¥ Allow LSB connections
[ Allow connectione fo one of the fdlowing:

or |
This computer & connected to:
|.-\uhomatic L]

[+ Cpen ActiveSyne when my device comnects

Help

o | cna |

= NOTE: Make sure the connection settings are set correctly for the type of connection you are using. In
this case, a USB connection will be used.

19. Click OK.

13



HHD Setup Installing Windows Mobile Device Center

Installing Windows Mobile Device Center
Windows Mobile Device Center (WMDC) is the successor to Microsoft Active Sync. WMDC is used with Windows
Vista, Windows 7 and Windows 8. Follow the instructions below to install WMDC.

Finding the type of Operating System (OS) you have installed:

You must first know which type of OS you have installed on your computer, the 32-bit type or the 64-bit type.
To find out which type of OS you have installed:

1. On your computer, click the Start button.

2. In the Start Menu, click Control Panel.

3. In the Control Panel window, click System and Maintenance.

4. In the System and Maintenance window, click System.

a. In the basic system information window that appears, your type of OS is indicated to the right of System
type. It will either read, 32-bit Operating System or 64-bit Operating System.

b. Make note of your OS type. This information will be needed in a later step.

Downloading the WMDC installation file:

You must download the WMDC installation file from the download section of Microsoft’s ® website.
To download the WMDC installation file:

1. With your computer connected to the internet, open an internet browser.

2. Type the following into the browser’s address bar: microsoft.com/downloads

3. In the list of downloads:

* click on the following link if you have the 32-bit OS: Microsoft Windows Mobile Device Center (32-bit)
or

* click on the following link if you have the 64-bit OS: Microsoft Windows Mobile Device Center (64-bit)

=> Note: You might have to scroll down the page a little to see the 64-bit download.

Click the button labeled: Download.
In the File Download block that appears, click Save.
In the Save As block that appears, navigate to and click Desktop, then click Save.

N o ok

If the Download Complete block is still open after download is finished, click Close.

14



HHD Setup Installing Windows Mobile Device Center

Installing the downloaded file:
You must install the downloaded file into your computer system.

To install the downloaded file:

1.
2.

On your computer’s desktop, double-click the downloaded file.
When prompted, click to select one of the following options:

* Remind me Later

e Don’t Register

* Register

Connect the HHD to your computer.

In the Windows Mobile Member Center window, click Set up your device.
In the Set Up Windows Mobile Partnership window:

a. You can either type in a meaningful name in the Device Name block or leave the default name as is. The
choice is yours.

Click to check the Create a shortcut on the Desktop to Windows Mobile Device Center check box.
Click Set Up.

When prompted, click to select the Files check box (you might have to scroll down some).

Click Next. A WMDC Partnership has now been established.

® a0 o

Finding the synchronization folder:
The following steps will show you where the synchronization folder is located on your computer.

To find the synchronization folder:

1.

If the WMDC is not already open, do the following:

a. Double-click the WMDC icon in the system tray.

:
WIS, W G 1145AM

b. Inthe Synchronization window, double-click the icon labeled, Administrator's PDA. The WMDC window
appears.

In the WMDC window, under the Mobile Device category:

a. Click Change content sync settings. The WMDC window displays a list of items that can be changed.
b. In the list of items, click to check the Files check box (If it isn’t already checked).

c. Under Files, click Sync Settings. The following statement will appear:

On this computer, synchronize the files in this folder:

* A path to a synchronization folder is shown under that statement.
Make note of the path to the sync. folder. This information will be needed in a later step.

15



HHD Setup Connecting the HHD to the Desktop PC

Changlng the Path to the Synchronization Folder:

In the Schlage Express main menu:
a. Click Settings.
b. Inthe drop-down menu, click Program Settings. A Program Settings window appears.
2. Inthe Program Settings window:
a. Click the Programming tab.
Click to select the radio button for Locks will be programmed with a Pocket PC device.
Click the Change Folder button associated with that field. The Select Path window will open.
Navigate to and select the synchronization folder.

® a0 o

Click OK. The selection window will close and the new path appears in the synchronization folder block of
the Schlage Express Program Settings window.

f.  Click Save.

Connecting the HHD to the Desktop PC

The HHD is connected to the desktop PC through a usb cable. Whenever you are not using the pocket PC away
from the desktop PC, keep it connected to the AC adapter so it will stay fully charged.

1. Plug the HHD AC adapter into a power outlet.

2. Insert the AC adapter plug to the back of the HHD.

3. Attach the HHD’s USB cable to the desktop PC.

4. Leave the Pocket PC connected to the power outlet until its battery is fully charged.

= Note: Windows 8 does not auto detect HHD. You need to manually launch Windows Mobile Device Center

(WMDC) with Windows 8. Windows XP & Windows 7 auto detects the HHD and launches Active Sync or
WMDC automatically.

16



Installing/Starting Schlage Express

Installing Schlage Express

1. Start the installation by either:

a. If you have the Schlage Express CD, insert it in the CD-ROM drive of your computer. After a few
moments, the installation process begins automatically. Follow the prompts on each window.

b. If you have downloaded the installer, please double click the file you downloaded.
2. The InstallShield Wizard will open to the Welcome screen.

Welcome to the InstallShield Wizard for
Schlage Express V4.4.2

The InstallShield(R) Wizard will install Schlage Express V4.4.2
- on your computer. To continue, dick Next.

WARNING: This program is protected by copyright law and
international treaties.

3. Click Next.

- R
._iS_chIage Express V4.4.2 - InstallShield Wizard ﬂ
’7License Agreement
Please read the following license agreement carefully.

READ THE FOLLOWING TERMS AND CONDITICNS OF THIS SCFTWARE +
I LICENSE CRREFULLY BEFORE PROCEEDING. BY PROCEEDING, |:| I
¥YOU ARE ACCEPTING AND AGREEING TC THE FOLLOWING SOFTWARE
LICENSE TERMS5 AND CONDITIONS. IF YOU ARE NOT WILLING TO |
BE BOUND BY THE FOLLOWING SCFTWARE LICENSE TERMS AND
I CONDITICNS, YOU SHCOULD CHCCSE "NO" AND PRCMPTLY RETUEN I
THE SOFTWARE, AND YOU WILL RECEIVE A REFUND OF YOUR
MONEY. THIS LICENSE AGREEMENT REPRESENTS THE ENTIRE
AGREEMENT CONCERNING SCHLAGE EXPRESS (tm) AND UPLINE (tm)
SOFTWARE BETWEEN YOU AND SCHLAGE ELECTRONIC SECURITY AND ™

@1 accept the terms in the license agreement:

(711 do not accept the terms in the license agreement

InstallShield

<Back || mext> || cancel
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Installing Schlage Express

Click on the | accept the terms in the license agreement button.

Click Next.
& —— — TE— E— . o ™
4 Schlage Express V4.4.2 - InstallShield Wizard 5
i G S
Customer Information

Please enter your information.

User Name:

IAuﬁmrized user

I Organization:
I
I
I
Instalishield

[ <Bak [ mext> ][ cancel

=

Enter a User Name and Organization in the provided fields.
Click Next.

rﬁ_.s_chlage Express V4.4.2 - &ta![ﬂﬁﬁhlgi%a d

Ready to Install the Program

The wizard is ready to begin installation.

If you want to review or change any of your installation settings, dick Back. Click Cancel to
exit the wizard.

Current Settings:

Setup Type:
Typical
Destination Folder:
Ci'Program Files (x88)\Schlage\Schlage Expressh

User Information:
Name: Authorized user
Company:

InstallShield

<Back [ sl Y [ Cancel
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Installing Schlage Express

8. Click Install. The installation process will begin.

Lﬁ_ﬁ;hb_ge Express V4.4.2 - InstallShield Wizard

Installing Schlage Express V4.4.2
The program features you selected are being installed.

Flease wait while the InstallShield Wizard installs Schlage Express v4.4.2.
This may take several minutes.

Status:

InstallShield

! < Back || MNext = | | Cancel

!

9. When the process is complete the Completed screen will open.

-
%é_chiage Express V4.4.2 al1S] Wizard

InstalliShield Wizard Completed

The InstallShield Wizard has successfully installed Schlage
Express V4.4.2. Click Finish to exit the wizard.

! < Back |E Finish { | Cancel

10. Click Finish. Schlage Express is now installed.
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Obtaining and Using Unlock Key

Obtaining and Using Unlock Key

After completing the installation of Schlage Express you will need to obtain and Unlock Key and enter it into

Schlage Express. Follow the instructions below.

Obtaining an Unlock Key

1. Double-click on the desktop icon to start the Schlage Express application.

B Schlage Express Login

(SCHLAGE/

Schlage Express ™ Offline Access Control Software

Operator Name 1|

Password: |

oK LCancel |

2. Enter the default Username (manager).
Enter the default Password (123456).

4. Click Continue. The Unlock Key Hasn’'t Been Entered window will open.

Unlock Key Has Mot Been Entered

You have 90 days remainingin which to

Enter Unlack Key

obkain your unlock key. %ould you ke to

get an uniock key or enter paur unlock key
how?

Obtain Unlodk Key

Lonlinue
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5. Click Obtain Unlock Key. The Select Appropriate Option Below window will open.

Select Appropriate Option Below

= I hawe already purchased this software and wantto
‘obtain an Unlock Key

| receirved this software on a tial basis and | wani
irformadion on purchasing

(0] Cancal

6. Click the radio button for the | have already purchased this software... option to obtain an Unlock Key.
7. Click OK. The Obtain Unlock Key window will open.

r | |'\
g e -

Schlage Express

Senal Mo, FoEL-2A8T-FC98-TCAR
Software Version: 4.4.2

To register software and obtain an unlock key,
please visit http://securitytechnologies.ingersollrand.com/register

(Proof of purchase is required to obtain an unlock key.)

For Technical Support, please visit www.schlage.com/support

........................................

........................................

L

8. Follow the instruction on the Obtain Unlock Key window to receive your Unlock Key.
9. Make note of the Unlock Key, you will need to enter it in the steps below.
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Obtaining and Using Unlock Key

10. Click OK. The Schlage Express Main Menu will open.

Schlage Express

BE}

Fadlity Settings StockLlist Audits Reports Help

m Users
|I| | Doars

Access Rights
SmarTime (SMT)

Generate Program Files

<1 Tour with UpLink

Facility: Naorth Building | 10/13/2011

11. Exit Schlage Express by selecting Facility>Exit.

Schlage Express

SE}

Fadll:y Settings StockList Audits Reports Help
COpen Fadility
New Facility
Rename Facility
Delete Fadlity
Restore Backup
Import b
Fadlity Info
Check For Duplicate PINs
Exit

E§ SmarTime (ShT)

Generate Program Files

-+ Tour with UpLink

K

Facility: North Building | 10/13/2011

12. Follow the steps below to enter the Unlock Key.
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Entering the Unlock Key
1. To start the Schlage Express application, double-click on the desktop icon. The log-in window will open.
" & Schlage Express Login [?|

(SCHLAGE/

Schlage Express ™ Offline Access Control Software

Operator Mame 1|

Password: |

[1].8 Cancel | Help

Enter the default Username (manager).
Enter the default Password (123456).

Click Continue. The Unlock Key Hasn’t Been Entered window will open.

Unlbock Key Has Mot Been Entered

Y'ou have 90 days remaining in which ta Enter Liniack Kay
obtain your unlock key. wWould you fketo : =

get an unlock key or enter paur unlock key
now Y

Obtain Unlodk Eey

Lonlinue
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5. Click Enter Unlock Key. The Software Registration Form will open.

Software Registration Form

Ingersoll Fand Securit)f Technolﬂgies
Schlage Express Software Begiztration

Licenze Infomnation
Machine D : |33-1 B-CT-14-320E-C1-M

User Mame : |M,&,N&,EEH
Unlock Feaw: |9._-"EEEE DB-4E2 CEC-2ALD7AZE 26441 70 E-2CO11BEA

Yalidate Licensa E il Help

6. Enter your Unlock Key. The default user name will be MANAGER in all uppercase letters.

= NOTE: Your Machine ID and Unlock Key will be different than that shown in the above example.

7. Click Validate License. If successful the main Schlage Express window will open.
"Schlage Express g [

Fadlity Settings StockLlist Audits Reports Help

Users

Doors

: s

ﬂ

Access Rights

SmarTime (SMT)

il

Generate Program Files

“| Tour with UpLink

Facility: North Building | 10/13/2011

8. Follow the steps below to verify the software.
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Starting Schlage Express

Starting Schlage Express requires an Operator Name and Password, usually obtained from the Facility Manager.
1. Double-click the Schlage Express icon on the desktop.

_',1_ Schlage Express Login [§|

(SCHLAGE/

Schlage Express ™ Offline Access Control Software

Operator Name 1|

Password: |

oK LCancel | Help

2. Type your operator name and password in the corresponding fields, then click OK. The system displays the
Schlage Express Main Window:

"Schlage Express g =

Fadlity Settings StockLlist Audits Reports Help

Users

Doors

Access Rights

SmarTime (SMT)

Generate Program Files

1

| e S

1 Tour with UpLink

Facility: North Building | 10/13/2011

You are now ready to use the Schlage Express software.

= NOTE: The Facility name is in the lower left corner. If this is not the facility for which you need to make
changes,go to Facility>Open Facility and choose the correct Facility.
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Creating a Facility

A facility is an Schlage Express database representing a physical or logical place for door location. Schlage
Express requires one facility, but can manage multiple ones. Facilities are independent and cannot share data.
When you first install Schlage Express a facility must be created. Follow the directions below to create a Facility.

1. In the Main Menu, select Facility > New Facility. The Creating a New Facility window will open.

Creating New Facility

Enter a name for the new Facility oK

oK |
Cancel
T

Help

f

2. Enter a name for the facility. Choose a name that describes your facility. A facility can be a building or an entire
site. It can also be a floor, an annex, or a logical group, such as all entrances or all office doors.

= NOTE: The facility name cannot contain the following characters: # “/\.<>:|*?

3. Click OK. The name of your facility will appear in the lower left corner of the Main Menu.

Setting Credentials
Setting credentials for a facility consists of specifying the credential type that the facility will use, and setting any
identifying parameters.

1. Select Settings > Program Settings in the Main Menu.
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Setting the Facility Backup Location

2. Inthe Program Settings window, select the Credentials and Devices tab.

Program Settings

Schlage Electronic Programmable Deadhbolt Default Settings

[~ Enahble Lock & Leave

Setall existing locks to default

Mane v] Serial portto be used when reading Credentials and programming
] v] The default number of digits for auto generating PINs

‘ Close I Help

Programming Time Defaults Backup
iCredentials and Devices: | Preferences | Audits
Selectthe Credential and device types that will be used with this software
¥ PINCode Only B-digit Kevpad Devices In Use
¥ iButton
v Card (Magnetic or Proximity)
[~ HandKey

3. Change any of the default selections according to which credential technology your facility will be using by
unselecting or selecting the appropriate credential types. The default selection when you create a new facility

will use PIN/Codes, iButtons, and Card credentials.

= Note: The Keypad Device type(s) in use (6 digits, 12 digits, or both) is automatically displayed next to

the PIN/Codes field.

4. If changes are made to the default settings click Save. DO NOT click Close at this time.

Setting the Facility Backup Location

Always back up the facility and store the backup file in a safe location. Failure to back up the facility risks complete

data loss.
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Setting Up the Site/Quick Start Setting the Synchronization Folder

1. Inthe Program Settings window, select the Backup tab.

Program Settings
|. Credenlials and Davices 1 Preferences T Audits
Programming 1 Time Defaults 1 Backup
Facility Backup

he Schlage Express system will automatically backup your facility every time you exit the program.
ncheck the ‘Prompt before backing up Facility' selection, if you want the Schlage Express system to
Iways backup the facility when exiting.

se ‘Change Folder’ to select a network or removable media drive to save facility backups in a safe
lace.

¥ Prompl before backing up Facility

Files will be placedinthe folder specified below:
C:\Pr gram Files (x86)\Schlage Express <-Change Folder

Compact and Repair Database I

| Close | Help | —

2. Click the Prompt before backing up Facility check box if you want a reminder prompt to appear each time you
close the facility. Otherwise, Schlage Express backs up the facility automatically when you close the facility.

3. To change the location of the backup folder, click Change Folder. The Select Path Window will open.
The default location is C:\Schlage Express\

4. Navigate to the new location in the Select Path window, click OK.

= Note: You should always copy your backed up databases to a network share, another hard drive, or
external USB Drive. If your computer fails your databases are safe, secure, and recoverable.

5. Click Save. DO NOT click Close at this time.

Setting the Synchronization Folder

Microsoft® ActiveSync® or Windows Mobile Device® created a synchronization folder on the desktop PC that
the HHD uses to synchronize files with the desktop PC. Schlage Express must know that location. The following
procedure identifies the location of the synchronization folder so that Schlage Express can use it.
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1. In the Program Settings window, select the Programming tab.
[ g e e ——— )

[ Credentials and Devices | Preferences | Audits
[ Programming; T Time Defaults ] Backup '

Programming method settings apply to all Facilities |

" Locks will be programmed with SNAP programmer

" Locks will be programmed with this computer
Files will be placed in the folder:

|n’.\8chlageExpres$\Export

& Locks will be programmed with a Pocket PC device
Files will be placed in the synchronization folder:

|m8chlageExpressl.Expon =-Change Folder |
|
" Locks will be programmed with another Windows computer
Files will be placed in the folder.
[ |c\Scn|agaExp;ess\Expm =-Change Folder
|
L
[ Close I Help | !
L

2. Click Locks will be programmed with a Pocket PC device (the HHD).

3. Click Change Folder. The Select Path window will open.
The default location is: C:\Schlage Express\Export

4. Inthe Set Path window, locate and select the folder that you recorded during the Installing Microsoft®
ActiveSync® section.

5. Click OK. The Set Path window will close.
6. Inthe Program Settings window, click Save, then click Close.

Adding System Operators

Adding system operators enables you and other staff members to have log in access to the Schlage Express

software. After you add at least one System Operator with all privileges, remember to delete the default Manager

and Operator.
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Adding System Operators

1.

In the Main Menu, select Settings > Operator Settings. The Operators window will open.

Systern Operators with all privleges

Syetern Operators with Door programming privileges anly

X

Manager

Add I Dglete I Change Password

Add | Delete Change Passwaord

Close

Halp |

2. Click Add at bottom of Manager pane to add a System Operator with all privileges (manager). The Add

3.

Manager window will open.

= NOTE: Managers have access to all Schlage Express functionality.

Add Managet )

X

ztare them in a zafe locakion.

Marns

Enter 2 narme bebveen 4 and 20 characterz; than enter and rebpe 2
pazzwWord betwean one and eight characters. “rite both down and

|-.Ia:h Kirky

Fazzward

Werifu Pazspwiond

|**!**

| oK | Cancsl

oo |

In the Add Manager window:

e Enter the person’s name (4 to 20 characters).
e Enter a password (1 to 8 characters).

* Re-enter password.

* (Click OK. The Add Manager window will close and the person is added to the Manager pane of the

Operators window. Repeat these steps for any additional Managers.
4. Click Add at bottom of Operator pane to add a System Operator with Door Programming privileges only
(operator). The Add Programmer window will open.

= NOTE: Operators have restricted access; that is, they can only open a facility and program locks.
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5. Inthe Add Programmer window:

Enter the person’s name (4 to 20 characters).

Enter a password (1 to 8 characters).

Re-enter password.

Click OK. The Add Programmer window will close and the person is added to the Operator pane of the
Operators window. Repeat these steps for any additional Operators.

6. After you add all System Operators, delete the default Manager and Operator entries.

7. Click Close.

Assigning a Programming iButton Electronic Deadbolts
This section covers how to assign a programming ibutton to both Legacy KC2 Locks and to the BE367 Schlage
Programmable Electronic Deadbolt.

BE367 Schlage Programmable Electronic Deadbolt

A red programming iButton enables you to set a lock into programming mode. BE367 locks direct from the factory
do not initially accept the Programming iButton. You can assign a Programming iButton to each BE367 lock by the
following steps.

1. Atany BE367 lock, press a red programming iButton to the BE367 lock’s iButton receptacle. The indicator light
flashes green and red.

2.  While the indicator is flashing the BE367 is in programming mode.
Connect the CIP to the BE367. The lock can now be programmed.

Legacy KC2

A programming iButton enables you to set a lock into programming mode. Legacy KC2 locks direct from the
factory do not initially accept the Programming iButton. You can assign a Programming iButton to each Legacy
KC2 lock by the following steps.

1. Atany Legacy KC2 lock, enter the factory default programming code: 9 7 5 3 1 * The factory default code sets
the KC2 lock into programming mode.

2. When the flashing stops, enter the code: 7 *
Press a programming iButton to the KC2 lock’s iButton receptacle. The indicator light flashes green and red.
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4. When the flashing stops, remove the iButton. The KC2 lock will now accept the iButton for programming.

* The factory default code will no longer be valid.
* Al KC2 locks will accept a Black iButton as a programming key. You can only use a Red iButton to
program a KC2 Deadbolt.
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Settings

You can customize certain aspects of system operation using the Settings menu.

Program Settings
You can change the program settings using the Program Settings menu. There are six (6) tabs in the Program
Settings menu. Each tab is used to control a different aspect of the system.

Credentials and Devices
You can select which credentials and devices can be used with the system. By selecting only the credentials and
devices that you currently use, screens and dialogs will be easier to navigate.

= NOTE: When you select or deselect credential and device types in this tab, the credential and device types
that are available on other screens will be changed.

P Program Settings [~
[ Programming 1 Time Defaults 1 Backup
Credentials and Devices| | Preferences ] Audits
Select the Credential and device types that will be used with this software
W PINICode Mo Keypad Devices In Use
W iButton
W Card (Magnetic or Prtéimiiy)
[T HandKey

Schlage Electronic Programmable Deadbolt Default Seftings
[~ Enable Lock & Leave

Set all existing locks to default

Mone | Serial portto be used when reading Credentials and programming

1] « | The default number of digits for auto generating PINs

Close Help -

33



Settings Program Settings

Specifying Which Credentials and Devices are Available in the System
1. Click Settings > Program Settings.

-

Schlage Express

Eacility | Settings  Stock List  Monitoring  Audits  Reports
Erﬁgrarﬁ Sethings
DY Operator Settings
EE] | Mag Card Template

M1
2. Click on the Credentials and Devices tab.

Program Settings

[ Frogramming
Credentials and Devices! |

- Selectthe Credential and device types
¥ PINICode Only G-digit

3. Click to select/deselect the desired credentials and devices. Credentials and devices with check marks next to
them will be enabled in the system.

¥ PINICode Cnly 6-digit Keypad Devices In Use
I~ iButton

¥ Card (Magnetic or Proximity)

[~ Handkey

= Note: The Keypad Device type(s) in use (6 digits, 12 digits, or both) is automatically displayed next
to the PIN/Codes field. See How the Number of Buttons Affects PINs on page 34 for more
information.

4. OPTIONAL: If you are using any BE367 Deadbolts in your facility, and want to enable or disable the Lock &
Leave feature by default, click to check or uncheck the check box for Enable Lock & Leave.

Schlage Electronic Programmakle C

[ Enable Lock & Leave

Set all existing locks to default

= Note: If the Enable Lock & Leave check box is checked, all new BE367 Deadbolt doors will have the
Lock & Leave feature enabled. You can disable this feature later, per door.

a. If you have already created BE367 Deadbolt doors in your facility and want to enable or disable the Lock
& Leave feature on all of them, click Set all existing locks to default. All BE367 Deadbolt doors already in
the facility will be changed to match the currently selected default.

5. Click Save.

How the Number of Buttons Affects PINs

Some locks have only six (6) buttons while others have twelve (12) buttons. If you are using locks with only six
buttons in your facility, the number of PIN combinations is halved, since each button of a six button keypad has
two numbers on it.
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Six-Button Keypad

@ @ &9
@ @ ®

For example, if you are using any locks with six-button keypads in your facility, the PINs 13579 and 24680 are the
same, because the same button combination is pressed to enter the two codes.

Twelve-Button Keypad

If you are using only locks with twelve-button keypads in your facility, each number has an individual key.
Therefore, the PINs 13579 and 24680 are different, because a different button combination is pressed to enter the
two codes.

OO G
OlOXO,
D00
OJOXO,

Setting the Default PIN Length
1. Click Settings > Program Settings.

Schlage Express

Eacility | Settings  Stock List  Monitoring  Audits  Reports
Frogram Serrngs

Qperatar Settings

i
Eﬂ | Mag Card Template

|
2. Click Credentials and Devices.

Program Settings

[ Fraogramming
Credentials and Devices! |

- Selectthe Credential and device types
W PIN/Code Only G-digit

3. Select the default PIN length from the drop-down box.

’E—@The default number of digits for auto generating PIMs
3
4 Save | Close

L f
A
T
g

4. Click Save.

Duplicate PINs
If a duplicate PIN is entered, the system will warn the user to change the PIN value. To manually search for
duplicate PINs in the system:
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Program Settings

1.

Go to Facility>Check for Duplicate PINs. The Searching for Duplicate Pins window will open.

7 —
arching for Duplicate PIN Codzs Ed
0% 0% 100%
Wix of 8-digit and 12-digit Keypad Devices In Uiss
Exit |
2 Click Start. The system will search for duplicate PINs.
Preferences
The Preferences tab allows you to customize the look and functionality of some features of the system.
I}*fo-gram Settings —
[' Programming ] Time Defaults T Backup
Credentials and Devices | Preferences 1 Auats
Preferences
¥ Use Icon Buttons on Main Window
[ Enabla Quick Loading of Stock Cradentials
¥ ShowAll Warning Messages
| Close Help =
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Change the Look of the Main Window

There are two options for the look of the main window. The default look includes icons for Users, Doors, Access
Rights, SmarTime (SMT), Generate Program Files and Tour with UpLink. You can choose to disable the icons, so
that the listed functions are simple buttons, as shown below.

=,

f-_
Schlage Express g Wl >
Eacility  Settings  Stock List  Audits  Reports  Help

Users

Doors
Access Hights
smatTime [SMT)

Generate Program

B Tour with UpLink

.FEII:i“t'_-,-'Z Best Apartrments | 42472007

1. Click Settings > Program Settings.

-

.Schlage Express

Facility | Sektings  Stock List  Monitoring  Audits  Reports
Pragran Settings '

BEI | Operator Settings
I Mag Card Template
P T

2. Click Preferences.

-

Prugrﬂm Settings

[ Frogramiming T Tirme Defaults ]{

| Credentials and Devices T ( Preferences )
I

3. Click to check or uncheck the Use Icon Buttons on Main Window check box.

Prefarences

v Use lcon Buttons on Main Wind ow

4. Click Save.
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Program Settings

Enable/Disable Stock List

= Note: See Stock List on page 52 for more information.

1. Click Settings > Program Settings.

o

Schlage Express

Eacility . Settings  Stock List  Monitoring  Audits  Reports
Program sertngs
i

LEE Operakor Settings
Eﬂ Mag Zard Template

|
2. Click Preferences.

-

Program Settings

[ Frogramming T Time Defaults

| Credentials and Devices T ( Preferences )
I

3. Click to check or uncheck the Enable Quick Loading of Stock Credentials check box.

‘ v Enable Guick Loading of Stock Cradentials

=> Note: When this box is unchecked, the Stock List menu will not be available in the menu batr.

4. Click Save.

Enable/Disable Warning Messages
1. Click Settings > Program Settings.

-~

Schlage Express

Eacility  Settings  Stock List  Monitoring  Audits  Reports
Eruﬁgrarﬁ ':-e.ttlngs
BFY Operator Settings
ﬁl Mag Card Template
[

2. Click Preferences.

-

Program Settings

[ Frogramiming T Tirme Defaults {

| Credentials and Devices T ( Preferences )
I

3. Click to check or uncheck the Show All Warning Messages check box.

‘ v Show All Yarning Messages

= Note: When this box is unchecked, the warning messages will not be displayed.

4. Click Save.
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Audits

In the Audits tab, you can change the maximum quantity of audits to be saved, purge audits and configure how
purged audits are handled.

‘Program Settings x|
[ Programming T Time Defaulis T Backup ]
Credentials and Devices | Preferences | Budits’ ‘
Audits
n order to improve system pefaormance you showld periodically purge the stored Audit files using the
wrge Mow button,

e the masirnum armount of Audits you want o actnaly maintain. The Disc Space Required will be
utamatically calculatad far wou.

urge Now will gither delele or save the oldest 50% of the audit list based on the selection below,

Mandmum Guantity of audits to save :|1 onooo Furge Mo |
Dizk Space Required: 8.58 MB

Do not save purged audits

f+ Save purged awdits to ted {bd) e in ObdAudits® folder

| Close | Help |

Change the Maximum Quantity of Saved Audits
1. Click Settings > Program Settings.

‘Schlage Express

Eacility | Settings Stock List  Monitoring  Audits  Reports

I Eru:ugram Seftngs

+ Qperatar Settings
Mag Card Template
P T |

2. Click Audits.

&
T Backup
| (Buans) ]
3. Enter the maximum quantity of audits to be saved in the box.

Maximum Quantity of audits to save |‘|0C00000 |

= Note: This must be a number between 10 and 10,000,000. The default value is 10,000,000.
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4. The amount of disk space required for the number you have entered will be automatically calculated. If this
amount is unacceptable, enter a lower number.

“ | Disk Space Required: 8.5 MB

5. Click Save.

Save Purged Audits

You can elect to save purged audits to a text file. If you elect to save purged audits, a text file with the current date
as the file name will be saved in the OldAudits folder under the Schlage Express installation folder (usually C:\
Program Files\Schlage Express\OldAudits\FacilityName -- for a 32 bit Platform or C:\Program Files (x86)\Schlage
Express\OldAudits\FacilityName -- for a 64 bit Platform).

1. Click Settings > Program Settings.

e

Schlage Express

Eacility | Sekkings  Stock Lisk  Manitaring  Audits  Reports
Program Sektings
ﬂln Qperatar Settings
] i’] | Mag Card Template

P o |

2. Click Audits.
]
T Backup
( Audits ) ] ‘

3. You can either save purged audits to a text file or elect not to save them.

* Click the Do not save purged audits radio button to elect not to save purged audits.
* Click the Save purged audits... radio button to elect to save purged audits.
4. Click Save.

Purge Audits from Facility
1. Click Settings > Program Settings.

e

Schlage Express

Facility | Settings  Stock List  Monitoring  Audits  Reports
Frogram Serrngs
ﬂF ﬁ_ Qperator Setkings
i'-I_ Mag Card Template
[

2. Click Audits.

T Backup
]

3. Click Purge Now.

I

Purge Mow | H H

Click OK.
5. Click Save.
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Programming
You can specify the programming method and location for programming files in the Programming tab.

1. Click Settings > Program Settings.

-

Schlage Express

Eacility . Settings  Stock List  Monitoring  Audits  Reports
Program sertngs

Qperator Setkings
EE] | Mag Card Template

P, 7 |

[

2. Click Programming.

-

Program Settings

[ Credentials and Devices

l: Programming j

3. You can choose from four programming methods. Click the radio button next to the method you want to use.

*  Program locks using a SNAP programmer -- Select this option if using one of the Legacy SNAP
programmers.

* Program locks using this computer. -- Select this option if using this computer.

*  Program locks using a Pocket PC. -- Select this option if using the Legacy Pocket PC or the New HHD
(Hand Held Device). The user will need to use the Change Folder option to select where program files will
be saved (see instructions below)

*  Program locks using another Windows computer. -- Select this option if using another Windows PC.
The user will need to use the Change Folder option to select where program files will be saved (see
instructions below)

4. |If applicable, use the Change Folder option to select where program files will be saved (see instructions
below).

5. Click Save.

If using the Program locks using a Pocket PC option:
1. Click Change Folder.

2. Navigate to the folder being used for synchronization by the Pocket PC.
3. Click OK.
4. Click Save.

If using the Program locks using another Windows computer option:
1. Click Change Folder.

2. Navigate to the folder being used for synchronization by the Pocket PC.
3. Click OK.
4. Click Save.

Locating the Pocket PC Synchronization Folder
1. Make sure the Pocket PC you are using for programming is attached to your computer and is turned on.

2. Launch Microsoft ActiveSync.
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3. Double-click Files.

Information Type Stakus
'lj Windows PC Synchronized
= Faworites

= Note: The Pocket PC or HHD must be connected for this icon to be visible. If you cannot locate this icon,
consult the help file in Microsoft ActiveSync for information on connecting your PocketPC/HHD.

4. The File Synchronization Settings window will appear. The location of the synchronization folder is similar to
the example shown below.

P

File Synchronization Settings

|’:‘}] File Synchronization

Synchronize zelected filez on your mobile device with the
corresponding files on thiz computer.

O thiz computer, synchronize the files in thiz folder:

@:'\Ducuments and Settingzhuzeritdy Dncuments'\WM_useD

=> Note: You can copy and paste this path into the synchronization folder box on the programming tab, or
use the Change Folder button to navigate to this folder.
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Program Settings

Time Defaults
You can specify time defaults in the Time Defaults tab. By changing these defaults, you can save time on entries in

other areas of the system.

x.

ngrun Setfings
[ Credentials and Devices T Preferences T Audits 1
Programming T [ime Defaults| T Backup
[ Adjust for Dayllght Savings Time
[+ Enable First Parson In' by default
[ Credential Default Activation Date
e ; &
Use current date plus:
[™ Credantial Default Expiration Date
-~ =
Use cument date plus:
| Close | Help |

Enable/Disable Adjust for Daylight Savings Time
If this option is enabled (the box is checked), the system will automatically adjust for Daylight Savings Time. You

should check this box unless the facility is located in an area that does not use Daylight Savings Time.

1.

Click Settings > Program Settings.

i
Schlage Express
Facility | Sektings  Stock List  Monitoring  Audits Reports
i Program ettings |
+FE| Operatar Setkings
Mag Card Template
e
Click Time Defaults.
e
Program Settings
[ Credentials and Devices T Preferences
| Programming T ( Time Defaults )

‘ v Adjusl ior Daylighl Savings Tirne

Click to check or uncheck the check box next to enable or disable Adjust for Daylight Savings Time.
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4. Click Save.

Enable/Disable First Person In by Default

The First Person In feature is used in combination with AutoUnlocks. If the First Person In feature is enabled, the
lock will remain locked until a user presents a credential to open the door. The lock will then stay unlocked until the
end of the AutoUnlock period. This feature guarantees that at least one person is present when the door is open.
Not all devices are capable of this feature.

The First Person In by default option, when enabled, will make any lock that is capable of the First Person In
feature to have it enabled by default.

1. Click Settings > Program Settings.

e

Schlage Express

Facility | Settings  Stock List  Monitoring  Audits  Reports
Frogram Serrngs

I P Operator Settings
Eﬂ | Mag Card Template

|
2. Click Time Defaults.

-

Program Settings
[ Credentials and Devices T Preferences 1{

| Frogramrming T ( Time Defaults )

|
3. Click to check or uncheck the check box next to enable or disable First Person In by Default.

‘ [+ Enable FirstPorson In' by dofault

4. Click Save.

Enable/Disable Credential Default Activation and Expiration Date

Setting these default dates does not mean that all credentials must abide by these rules. Both activation and
expiration date can be changed in the user credential settings. The dates specified here will only be the default for
new user records and will not affect existing user records in any way.

1. Click Settings > Program Settings.

-

Schlage Express

Eacility . Settings  Stock List  Monitoring  Audits  Reports

Program Settngs

[i Qperator Setkings
EE] | Mag Card Template
P, 7 | :

2. Click Time Defaults.

-

Program Settings
[ Credentials and Devices T Preferences ﬁ

| Frogramiming T ( Time Defaults )
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Program Settings

3. Click to check or uncheck the check box next to Credential Default Activation Date to enable or disable.

* If enabling the date, continue to step 4 below.
e If disabling the date, skip to step 5 below.

I Credenlisl DerEull Aclivalion Dale

4. The default activation date can be either a fixed date or a relative date.
e To set a fixed date, click the fixed date radio button and choose a date from the date drop-down box by

clicking on the date.
i* Fixed Date

A

] 4 [27/2007

G

0 @ O

|
1 2 3 & 5 B 7
8 9 10 11 12 13 14

|15 16 17 12 19 21
22 23 24 15 Ezﬁj(ff) 28
29 30 .
T Today: 4/26/2007

=

e To set a relative date, click the relative date radio button and choose a number from the number drop-
down box and a unit of time from the unit of time drop-down box.

+ Relative Date

Llze current date plus:

0 (=) |Dayts) (:)

L o~ |[Dayis)

|| WWeekis)

2 maonthi=)

3 Yearis)

4

5 ;

B plus:

7 v | J
5. Click Save.
Backup

Each time a facility is closed, the system will attempt to create a backup of the facility. If you want to have the
option to cancel the backup, you can set the system to prompt you before creating the backup.

45



Settings

Program Settings

This option is enabled by default.

=> Note: You should always copy your backed up databases to a network share, another hard drive, or external
USB Drive. If your computer fails your databases are safe, secure, and recoverable.

Credentials and Devices

Preferences
Programming

Time Defaults

{Backup
r Facility Backup

e Schlage Express Offline Access Control Software will automatically backup your facility every
ime you exit the program.,

ncheck the ‘Prompt before backing up Facility' selection, if you want the Schlage Exprass Offline
ccess Control Software to always backup the facility when axiting.

Se 'Change Folder' to select a network or removable media drive to save facility backups in a safe
place.

¥ Prompt before backing up Facility

Files will be placed in the folder specified below.
c\SchlageExpress

<-Change Folder

Compact and Repair Database

Change Backup Folder Path
1. Click Settings > Program Settings.

Schlage Express

Eacility :S__é_tt]r_'u_;_s. Stock List  Monitoring  Audits  Reports

Hrogram settings
Qperator Setkings
Mag Card Template

P 2 |

2. Click Backup.

Preferences T

]
Audits
Tirme Defaults T ( Backup ) I
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3. Click <-Change Folder to browse for the folder in which you want to store backup files, or type the path to the
folder in the box.

Files will be placed in the folder specified helow;
o

(ﬁ-Change Fulder) ]

= NOTE: Permissions in Windows Vista and Windows 7 differ from those used in Windows XP. With
the newer operating systems the user may not have complete Administrative rights to certain folders.

The Backup destination must be located in a folder that the user has write permissions in order for the
backup to be successful.

4. Click Save.

Enable/Disable Prompt Before Backup
1. Click Settings > Program Settings.

Schlage Express

Eacility | Sektings  Stock List  Monitoring  Audits  Reports
Program Sekings
B Operator Settings
EI Mag Card Template

P
2. Click Backup.

X]

Preferences T Audits

Time Defaults Il (‘Backup) ‘

3. Click to check or uncheck the box next to Prompt before backing up Facility to enable or disable.

H ‘ [v Mrormpt before backing up FCacility

4. Click Save.
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Operator Settings
Operator Settings is used to add, delete and edit managers and operators. Managers are configured on the left
side of the screen. Programmers are configured are the right side of the screen.

Operators ﬁ
| Systam Operators with all pimileges System Oparators with Door programming privileges onby
Manager B OIE L A 0 S RO RS T S e L R
Add | Dalete Change Password | Add | Delete | Change Passwond
Close | Help |

Manager Accounts
A manager has complete access to all features in the system. One manager account is included in the system by
default. It has the following properties:

*  Operator Name: Manager
e Password: 123456

= Note: Change the password on this account immediately after logging in for the first time. Consider deleting
this account after you have created another manager account to ensure system security. The number of
manager accounts should be limited for security reasons.

Programmer Accounts
A programmer account has limited access to the system. Programmers are only allowed to generate program files
and tour with uplink (if you are using your PC to tour your doors).

One programmer account is included in the system by default. It has the following properties:

e Operator Name: Operator
e Password: 123456

= Note: Change the password on this account immediately after logging in for the first time. Consider deleting
this account after you have created another operator account to ensure system security.

You should create a new account for each person who will have access to the system. When each person has an
individual account, you can track the changes that were made by each system programmer.

48



Settings Mag Card Template

Mag Card Template

A mag card that is used for access control is encoded with characters. Only 16 of these characters can be used
by the system. Some of these characters may be set to be the same for all users within a facility and some of the
characters are unique for each user. Only the unique characters are used for verification. The Mag Card Template
is used to specify which characters should be used for verification.

Example

Mag Card Template

31 s 33 3 35 3 3

5]
]
5]
&

|E| | Tzt Lozt Card Update Character

Full Card Data [Mo Template applied]
]EIEII:II:IEI'I 0E11=0303

Templated Card D ata Ilpdate D ata
IEII:IEIEIEI'I 0B11 |'I 1

Save | Cloze I Help I

In the example above, the data in the Full Card Data (No Template applied) box shows that the card has been
encoded with a facility code, which is separated from the rest of the data by an equal sign (=). The first ten (10)
positions have been specified in the mag card template.

The templated card data shows only the first ten (10) characters of the mag card data. The last five (5)digits do
not need to be read by the system because they will be encoded to be the same for all cards in the facility. Using
this technique, all cards from a particular facility can be easily identified by a system operator.

The two numbers in the Update Data box show the numbers in positions nine (9) and ten (10). This position is
specified in the 1st Lost Card Update Character box. The update data is used for auto card replacement.

Edit the Mag Card Template
1. Click Settings > Mag Card Template.

e

Schlage Express

Eacility | Settings  Stock List  Audits  Reports  Help
Program Settings

fi % Qperatar Settings
Mag Card Templake
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2. Click to select/deselect the positions to be used for the template.

3. Choose the 1st Lost Card Update Character from the drop-down list.

=> Note: This position and the one immediately following it will be used for Auto Card Replacement (ACR).

q j 1zt Lozt Card Update Character
1 “

K]

]

7

11

13 =

15 ~

4. You can test the mag cards to be used with the facility against the template.

e If using a serial reader or a lock to read the cards, double click the box below Full Card Date (No Template

applied). Swipe the card within eight (8) seconds.
* If using a keyboard card reader, click Test and swipe the card.
5. The data will be displayed in the three boxes below.

Full Card Data [Mo Template applied]

0000010611=0303

Templated Card Data Ilpdate Drata
Q0000 0511 11

e Full Card Data shows all the data from the mag card.

¢ Templated Card Data shows the data within the template.

e Update Data shows the data used for lost card updates.
6. Click Save.
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Auto Card Replacement
Auto Card Replacement (ACR) is a feature used to issue a new card when a card is lost.

Example

-

Mag Card Template

3 = i3 34 kS H o

5]
H
2
E

|E| w | Tzt Lost Card Update Character

Full Card Data [Mo Template applied]

]EIEIEIEIEH 0611=0303

Templated Card D ata Ilpdate Drata
‘EII:IEIEIEI'I 0511 |1 1

|_. ................ s :l EENE-' | ElDSE—' HE'F'

In the example above, ten (10) characters have been specified in the template. The last two (2) characters of the
template, characters nine (9) and ten (10) have been selected for the auto card replacement characters. This is
indicated in the 1st Lost Card Update Character box. The data in the Update Data box shows 11. If the auto card
replacement feature is used on this card, the number will be incremented to 12.

Either one (1) or two (2) characters can be used for auto card replacement. To use only one character, choose the
last character in the template for the 1st Lost Card Update Character.

= Note: Only certain characters are available for selection in the 1st Lost Card Update Character box. The
mag card template can be adjusted until the character you want to select is available.

= Note: If only one (1) character is used, the number of replacement cards is limited to nine (9) cards. If two
(2) characters are used, the number of replacement cards is limited to ninety-nine (99) cards.
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Stock List

The Stock List feature is used to load iButtons and cards into the system in bulk. These credentials can then be
selected and assigned to a user.

Note: This menu is only available if Enable Quick Loading of Stock Credentials is selected in the Preferences
menu. Only credentials that have been enabled in the Preferences menu will be available in the Stock List menu.

Stock List iButtons

From here the user can Add, Find, Trash and Mark as Lost any iButton credential in the system.

Add iButtons to the Stock List
1. Click Stock List > iButtons.

2. Click Add.

add ‘ Find | Lost

3. The following box will appear. While this box is visible, touch the iButton to the iButton reader.

Touch iButton

[Prezz Ezc to Cancel)

4. If you have more iButtons to enter, touch each iButton to the reader until all of them are entered
5. Press the Esc key on your keyboard after all the iButtons have been entered.
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Find an iButton in the System
1. Click Stock List > iButtons.

2. Click Find.
dd ‘ ] B ‘

3. When the box below appears, touch the iButton you want to find in the system to the iButton reader.

Touch iButton

[Prezz Ezc to Cancel)

4. |If the iButton is in use in the system, it will be displayed.

* If the iButton is assigned to a user, the following box will appear. Click OK to close the box.
Credential already In Use

Thiz credential belongs to;
Srrkin, fAles

* If the iButton is in the stock list, it will be highlighted in the stock list window.

Trash an iButton in the Stock List
If an iButton in the stock list stops functioning, the iButton can me marked as trashed.

1. Click Stock List > iButtons.

2. Click to select the number of the iButton you want to delete.

-

iButtons In Stock

5 iButtonz in stock,

G1E3350E3AIFONICE
21E17/0ESA3F0103
21683B0ERAEMED
S16F030E5A9F0152

200 400F5ASFMER

3. Click Trash.
I i,'lrash:] ‘ LCloze Help ‘ “

4. Click Yes.
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Mark an iButton as Lost
1. Click Stock List > iButtons.

2. Click to select the number of the iButton you want to mark as lost.

-

iButtons In Stock

5 iButtonz in stock

S1E3350ESASFOICE
SE1770ERATFO109
B16E3B0ERATFDIED
SEFO30E543F0152

S1004D0F5A3FOER

3. Click Lost.

i | e | |

4. Click Yes.

Stock List Cards

From here the user can Add, Find, Trash and Mark as Lost any Card (mag/prox/smart) credential in the system.

Add Card to the Stock List
An Enrollment Reader can be used to enter cards into the Stock List.

1. Click Stock List > Cards.

2. Click Add.
3. Instructions for each Enroliment Reader are included on the screen depending on the Enrolilment Reader
selected.

4. For Smart Card Enroliment:

Card Detail
Enroliment Reader Selection
" None " Serisl Reader " Prox Cards (¥ SmartCard  (~ Mag Cards
{Manual Entry) (CRP2) (Aobﬂ Reader) (CRMZ)
Card Format E?ﬁ.h‘ -
Cardf]
(Optional) vPHH Generate l
FUHEIBHENUIIIE| ;’
Hotstamp No :i
Facilty Code-:i
Vemnn:i—
oK ‘ Caneal ‘ Help ‘ Clear Data |

Instructions:
1. Optional: Select a Card Format
Note: 'Hot Stamp® and ‘Facility Code” are
derived from the card format selected.
2. Make sure cursor is in the 'Card’ Entry field
3. Present card to Reader.
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Stock List iButtons

5. For a Serial Enrolilment Reader:

Enroiment Reader Sclection
" Hone (3. SerialReader ( ProxCards ( SmartCard  ( Mag Cards
(Manual Entry) (CRPZ) {Apti Reader) (CRMZ)
Card Format [EEE_H Read Serial |
Cardu
{Optional) wonil Generate
F““m"i»unul :_I
Hotstamp No. ;i
Facity Cm:t—
Version li
oK Cancel | Hep | Clear Data |
Instructions:
1. Select a Card Format
2 Present card 1o Reader.
3. Select the "Read Serial' button

6. For a Mag Card USB Enroliment Reader

1 Enroliment Reader Selection
" None (" SerialReader (" ProxCards (" SmartCard  (+ Mag Cards
(Manual Entry) (CRP2} (AptiQ Reader) (CRM2)
CardFormat [epe -]
Cara| [}
(Optonai) +Pail Generale ]
r““ﬁﬁ'“lﬂnml ‘.:]
Hotstamp Nn.:I
Facilty Cude:'i
v‘claivn.l
oK | cancel Help | Clear Data
Instructions:

1. Optional: Select a Card Format
Mote: ‘Hot Stamp’ and ‘Facility Code’ are
derived from the card format selected.
2. Make sure cursor is in the "Card’ Entry field
3. Swip card on Reader.
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7. No Enroliment Reader (Manual)

Card Detail

Enroliment Reader Selection

{+ None (" SerislReader ( ProxCards ( Smar Card " Mag Cards
(M[&ual Entry) (CRP2) (AptiQ Reader) (CRMZ)

Card Format [26.pg - Convert Hotstamp
Card|
(Optional) +PiIN | ﬁgnelnt? I
Functinn|Hnm| j

Hotstamp No - I
Faciity Code.[

el
-u-c-:::uu.l

oK ‘ Cancel [ Help ‘ Clear Data [

Instructions:
1. Type in Card Data in the ‘Card" entry location
or
1. Select a Card Format
2 Input "Hot Stamp' and 'Facility Code’
3. Select the "Convert HotStamp’ button to generate Card Data

8. For a Prox Card USB Enroliment Reader

Card Detail
Enroliment Reader Selection
™ MNone ¢ SeriglReader (¢ Prox Cards (" Smari Card ™ Mag Cards
(Manual Entry) (CKZ} (AptiQ Reader) (CRM2)

Card Format [2&51 -
Reintialize CRP2
Cara||

(Optional) +PIN Generate |

F“"W”Eﬂnrmm LI

Holstamp No. :[
Facility Cnde'f—
Version :r—

oK Cancel Help Clear Data

Instructions:
1. Select a Card Format
2 Present card to Reader.
3. Select the 'Read CRP2’ bution

9. Repeat the steps above for each additional card. If there are no more cards to be entered Click Cancel in the
newly opened Card Detail window.

Find a Card in the Stock List
USB Enroliment Readers can be used to find cards in the Stock List.

If using a Serial Enroliment Reader follow the steps below.
1. Click Stock List > Cards.

2. Click Find.

Add Find Lost
Y
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Stock List iButtons

3.

4.

When the box below appears, swipe the card you want to find in the system.

Swipe Card

[Presz Esc to Cancel)

If the card is in use in the system, it will be displayed.

e Ifthe card is assigned to a user, the following box will appear. Click OK to close the box.

Duplicate Value Found

Existing User(s) with this Credential:
Vimes, Samuel

Credential Cannot Be Added

* Ifthe card is in the stock list, it will be highlighted in the stock list window.

If using an Enrollment Reader follow the steps below

1.
2.
3.

Click Stock List>Cards.
Click Find. The Card Detail window will open.
For Smart Card Enrollment:

Enroliment Reader Selaction
i Mons [ Sansl Feader £ Wag fProx Cards ¥ Emarl Cord
(sl Endry) (CRMCRPY) (ARG Feadar)
Cord Fonmat it ] -
Rindiniz s CRMZICRR2
Card|
(Cptonal) +E8 Germrotn |
Function icema =
Hiolsamg No.
Fiaciity Code
Version |—
e Cancel o] Cow Data |
sl uctions:
1. Opthonalk Sebect & Cand Format
ote: “Hot Stamp® ane "Facilllty Code” are
deibised Trom he eaid format selected.
2, Wake siee cur sod is in the "Card Entay field
i Prosent cand to Resds,

If the card is in use in the system, it will be displayed.
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Stock List iButtons

4.

5.

For a Serial Enroliment Reader

Card Detail

Ervodment Rander Selecton
™ Honn = SerielFeader " Mag/Prox Ceeds O Seart Card
{Manual Erdry) (CRMRICRPEY (Al Rsder
Cord Formad E“ - Resd Sarind
Cord |
(Cptional) 594 Genersts |
Fl.lmlw ﬂ

Hotstamp Mo
FocltyCods[—
Verson
o Cancel tip Ciear Dt

Irutn o
1, Sedect a Card Faanaa
2 Present cad to Reader,
1. Sedect the ‘Fead Sarial’ bufton

If the card is in use in the system, it will be displayed.

For a Mag Card USB Enrollment Reader:

Card Detail

Envolment Feader Selection
™ Mana  Sorisl Feader (5 Mag SProxCands T St Card
(Marial Endry) [CRMZICRFZ) (ARt Reader)
-t.-ur-m-:ﬁu = g
= Fenkisken CRMINCRPZ
=
Optonl) 524 goneruts |
Fwﬂ-ﬂmm =

Hotaarg Mo

Focilty Coda Ii
\'\ﬂ'mﬂ.l‘—"
o8 Cancel Heip Claawr Dl
(e Tyt

1, Sabect a Card Format
¥ Presom cad 1o Peaded,
1. Sebect ihe Read CRM2 TRPT bulion

If the card is in use in the system, it will be displayed.
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Stock List iButtons

6. No Enroll Reader (Manual)

Card Detail

Enrolment Feader Sedection

& hone ™ Serial Roader  Mag/ProxCards [ Smarl Cand
(Whanassl Endry) (CRMZUCRFT) [ ARy Fopacior )
Card Formad 2 by - Cormver] Holstemp

Cowd|
[Optional) 1 _":E‘-"__‘f‘ '-"_"J
Hebstarmg ho: |
Facity Code: [~
Vesee
o [ e Help Choae Dats
- RS

1. Typee b Cand Data b the "Cand” entry bocatbon
o
1. Sedect & Cane Formet
? npart Hot Stamp” and ‘Facility Code”
1 Sebeot the "Convert HotStang baiton to generate Card Data

If the card is in use in the system, it will be displayed.
7. For a Prox Card USB Enroliment Reader:

If the card is in use in the system, it will be displayed.

8. Ifthe card is assigned to a user, the following box will appear. Click OK to close the box.

Duplicate Value Found -

Existing User{s) with thiz Credential:
Vimes, Samuel

Credential Cannot Be Added

9. Ifthe card is in the stock list, it will be highlighted in the stock list window.

Trash Cards in the Stock List
If a Card in the stock list stops functioning, the Card can me marked as trashed.

1. Click Stock List > Cards.
2. Click to select the number of the card you want to delete.

Cards In Stock
5 Card(z] [Mag or Prox] in

J1E3330E3AIFOICE
21E1770ESA3F0103
81683B0ESASFOTED
S16FO030E543F0152

MO0 400F5ASFOER
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3. Click Trash.
] l:lrash ) ] LCloze Help ] H
4. Click Yes.

Mark a Card as Lost
1. Click Stock List > Cards.

2. Click to select the number of the card you want to mark as lost.

Cards In Stock
B Cardiz] [Mag or Prox] in ¢

J1E3350EA3IFO1CE
ME1770ERATF0109
g1683E0EASFO1BD
S16F030ESATF 0132

MO0 4D0F5ASFOER

3. Click Lost.

Add Tirel | |

4. Click Yes.
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Monitoring

Schlage Express can monitor all activities for the online devices. These devices are HandKey readers that are
connected through a serial connection or to an Ethernet network.

=> Note: This option will only appear if you have the Handkey option checked under Program Settings. See
Program Settings on page 33 for more information.

Start/Stop Monitoring

To Start Monitoring:
1. Click Monitoring > Start Monitoring.

Express Monitor
Moniterng Audits  Reports  Hel
| Start Monitorng

Select ALdit Events to Save

2. The Monitor Running will be displayed in the bottom right of the screen and the monitoring screen will appear.
Any new events will be displayed in the monitoring screen.
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3. Click on the title of any column to sort the list by that column. Click the same column again to change the sort
order.

[ HSchlage Express Manttor = X

File

Date iml_-snar |Event | 1deniifier -

(

PM From Entrance  Peader Peconnecied
Reader Reconnecled

Identity eried Bakar, Jill
Identity Verhad Baker, Jill
Idhentity Linknowm 000001 2001
Ichantity “errified Daker, Jill
Feader Reconnacted

Leave Command Moo Baker, Jill
Entar Comrmand Mode Baker, Jill

Leave Command Moo Baker, Jill

1 | FromtEntrance  Max 1D Length Chamge 00 00 01 0001
:FH ront Entrance  Enter Command Mode Baker, Jill

5 P Feader Reconnacted

To Stop Monitoring:
1. Click Monitoring > Stop Monitoring.

Express
Moritoning Audits  Reports  Help

Select Audit Events to Save

2. Monitoring Stopped will be displayed in the bottom right of the main window.
| i |

EI Generate Program Files
M Tour with UipLink

Facility: Best Apatmants I';Mnnilnr&npped I
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Save/Print Event List

Save/Print Event List

To Save the Event List:
1. In the monitoring screen, click File > Save As.

Click Save.

o~ D

Enter a name for the file into the File Name box.

Browse to the location on your computer to which you want to save the file.

"3 MonttorCapture.txt - Notepad

Date/Tima

8/30/2007
a/30/2007
343052007
8/ 30/2007
8/ 3042007
8/ 3072007
8/30/2007
8/ 30/2007
B4 20,2007
3/ 3072007

i bt b et i i e et

Fle Edit Format Vew Help

C:\Documents and Settingsh\Default User\My Documents\MonitorCapturae. Txt
B/30/2007 1:35:49 PM

FM
PM
EM
M
PM
FM
FM
PM
FM
PM

Reader

Front
Front
Front
Front
Front
Front
Front
Front
Front
Front

Entrance
Entrance
Entranca
Entrance
Entrancea
Entrance
Entrance
Entrance
Entrance
Entrance

To Print the Event List:

1. In the monitoring screen, click File > Print.

el
Savz As

Exit

2. Click to select the printer to which you want to print from the list of installed printers.

Click Print.

EEErHFﬂEﬁ

Event

Identity varified
Door Open Too Long
Identity verified
Enter Command Mode
Ext Datalogs

Leave Command Mode
Identity verified
Door Opén Too Long
Reader Disconnected
Reader Reconnected

Idencifier
Baker, 3111

Baker, 2411
Baker, 2111
00 0D 01 00 01
Baker, 1111
Baker, Ji11

The file can be viewed using any text editing software. Navigate to the location on your computer to which you
save the file and double-click to open the file. Below is an example of a saved event list.

_'"l;m
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Monitoring Save/Print Event List

Select Audit Events to Save

Select Audit Events to Save is used to select the events that will be saved in the audit for each online door. See
Audits on page 65 for more information.

1. Click Monitoring > Select Audit Events to Save.

Click to check/uncheck the check boxes next to the events you want to save in the audit report. Click Default to
automatically select the default set of events.

-

Audit Configuration m'

Select the events from the list balow that you would like the Monitor program o seve for later
reference

I{:'_)Jsm Enrolied
[ Mo Hand Read
 dentity Linknown
1 Exit Granted
Seoreis .
[Access Denied
~ ldentity Yerfied
[1)ser Removed »

Save I T Dedault I Cloze Help

3. Click Save.
4. Click Close.
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Audits

An audit is a list of events for one or more doors.
An audit event is any event that occurs at a door. Audit events are recorded in an audit.

An audit trail is a list of audit events. An audit trail can be retrieved from a locking device that is equipped with the
audit trail feature or the SmarTime feature.

Audits can be viewed using the audit viewer in Schlage Express.

Viewing Audits

To View an Audit:
1. Click Audits.

Express

AUES | Reports  He
by Docr/Date
by Door Aser
by Uses/Date
by Doate

2. Then select the viewing parameter. Audits can be viewed by:

* Door and Date -- The report viewer will be displayed with the audit by door and date already loaded.
* Door and User -- The report viewer will be displayed with the audit by door and user already loaded.
* User and Date -- The report viewer will be displayed with the audit by user and date already loaded.
* Date -- The report viewer will be displayed with the audit by date already loaded.

3. The report viewer will open with the selected criteria. See Reports on page 66 for more information.
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Reports

An audit trail from any lock in the system can be viewed using the report viewer. When a report is viewed, a new

file is created from the most recent audit trail that exists in the system.

View Saved Reports

Reports that have been previously created can be viewed using the report viewer.

1.

2.

Click Reports > View Saved Reports.

Express

Wiew Saved Reports:

i_ksar 3
Door

Hobdays by Door
AutoUniocks by Door
Access by User

Access by Door

Issued Credential History

Reports can be found in three ways:

Search by File Name

a. Click the search button.
b. Click File Name.

c. Click + to expand the folder of the first letter of the file name you want to view.
d. Click the name of the file you want to view.

AuditsDoorDate. htm

Fle Hep
HE BEw®)

Report File List: |AuditsDooiDate him

L } Creation Diate

FILENAME

GA

Bz t=Ciooriate_e him
By sudisDoorDiate_3 him
By AuditsDoorDate_q him
By AuditsDoorDate_5 ki
By AuditsDoorDate_B him
B suditsDoorDate_7 him
By AuditsUserDate him

k!
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Search by Creation Date
Click the search button.

Click Creation Date.

N

Click the date of the file you want to view.

AuditsDoorDate. htm

Fle Hep _
GOk

| Report File List: |AuditsDoorDate him

Flre MName | |

CREATIONDATE
£ YEAR 2007

©

Browse for a Saved File
e (Click the open file button.
e Browse for a file that has been saved on your system.
* Click to select the file and click Open.

A

AuditsDoorDate_htm

HeHet:«

| Rﬂam’c FilE: List Iﬁ-udllsl:lumﬂma i

Click + to expand the folder for the year you want to view.
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View a Report
1. Click Reports.

2. Choose one of the following:

Express Monitor [;l = @|
I

Reports” Help

| view Saved Reports |
Liser Ly Mame Fhone Address
Dwoor |
Holidanes by Door
AutoUnlocks by Door
Access by User
Access by Door
Issued Cradential Hshory

User > Name Phone Address
Door
Holidays by Door
AutoUnlocks by Door
Access by User
Access by Door
* Issued Credential History
These reports can be sorted and printed to meet your requirements.

Delete a Report

= Note: Reports should not be deleted. Report files are regenerated after being deleted, so no disk space is
saved by deleting report files. Some problems, such as ‘file not found’ errors, may be encountered if report
files are deleted.

Click Reports > View Saved Reports.

Click the search button.

Click File Name.

Click + to expand the folder of the first letter of the file name you want to delete.
Click the name of the file you want to delete.

Click the trash can button.

Click Yes.

N o o kDb~
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SmarTime (SMT)

SmarTime is a collection of time-based functions that allow locks to behave differently based on time restrictions.
SmarTime functions include User Time Zones, Door AutoUnlocks and Door Holidays.

User Time Zones
A user time zone is a defined period of time that is assigned to an access right in order to grant access to users.
This is different from a world time zone such as Mountain Standard Time.

The 24Hr X 7 Days (Default) user time zone is created, by default, in every facility. This user time zone cannot be
deleted or edited. It is used by every lock that supports user time zones to give 24 X 7 access. Any time an access
right is assigned to a door that supports user time zones, this user time zone is used unless another user time
zone is assigned.

Add a User Time Zone
1. Click SmarTime (SMT).

2. Click New.
Qew) | E® | pelme |

3. Enter the name in the Name box.

* A name is required and must be between one (1) and thirty-two (32) characters long. The name cannot
contain the tab character or the pound (#) sign.

Hame [wisekdsy Difice |lours

4. Set the Start Time and the End Time.

e The time boxes are divided into four parts: hour, minute, second and day part. To enter the time, click on
the time part you want to change. Then either type the value or use the arrow buttons on the right of the
time box to increase or decrease the time.

Stait Tiene | B -00:00 AM

5. Check the box below each day of the week for which the user time zone will be in effect.

su MO U WE TH FA A
I W ¥ I rJ = i

6. Click Save.

Edit a User Time Zone
1. Click SmarTime (SMT).

2. Click to highlight the name of the user time zone you want to edit.

24Hr 7 Dy [Ded k]
‘wieekday Oifce Hours

‘wimekend Oifice Hous

Uridiediried

Urdediried

([ FN Y LI |
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3. Click Edit.

_ Hew | (& | peee |

4. Enter the name in the Name box.

* A name is required and must be between one (1) and thirty-two (32) characters long. The name cannot
contain the tab character or the pound (#) sign.

Mame [w'sakdsy Difice |1ourns

5. Set the Start Time and the End Time.

e The time boxes are divided into four parts: hour, minute, second and day part. To enter the time, click on
the time part you want to change. Then either type the value or use the arrow buttons on the right of the
time box to increase or decrease the time.

Stait Tiene | B -00:00 AM @

6. Check the box below each day of the week for which the user time zone will be in effect.

su L8] o WE TH FA SA
r [+ W W ¥ W i

7. Click Save.

= NOTE: The user time zone will not be changed on the door until the door is reprogrammed.

Delete a User Time Zone

= NOTE: The 24Hr X 7 Days (Default) user time zone cannot be deleted.

1. Click SmarTime (SMT).
2. Click to highlight the name of the user time zone you want to delete.

24H1 4 T D [Ded ok
wieekday Qifice Hours
‘wieekend Oifice Hows
Uridedied
Uridefned

3. Click Delete.
Hew | g | (Do) |
4. Click Yes.

The user time zone will still be active on the door until the door is reprogrammed.
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Door AutoUnlocks
An AutoUnlock is a defined time period during which a lock is unlocked. At the end of the AutoUnlock time period,
the lock will automatically relock.

No audit events of legal access are logged during an AutoUnlock time period. Only the start and end of the
AutoUnlock will be logged.

AutoUnlocks are overridden by holidays. Up to eight (8) door AutoUnlocks can be added to a facility. Not all locks
support AutoUnlocks.

Secured Mode AutoUnlock

If an AutoUnlock has the same start and end time, the lock will be set to secure (locked) mode at that time. Using
this technique, you can make sure that a lock is locked from a specific time of day until it is unlocked by either a
user, another AutoUnlock or a holiday.

Add a Door AutoUnlock
1. Click SmarTime (SMT).

2. Click Door AutoUnlocks.
3. Click New.
4. Enter the name in the Name box.

e A name is required and must be between one (1) and thirty-two (82) characters long. The name cannot
contain the tab character or the pound (#) sign.

Hame [wzekdsy Difice |1ours

5. Set the Start Time and the End Time.

e The time boxes are divided into four parts: hour, minute, second and day part. To enter the time, click on
the time part you want to change. Then either type the value or use the arrow buttons on the right of the
time box to increase or decrease the time.

Stait Time | B -00:00 AM

6. Check the box below each day of the week for which the user time zone will be in effect.

su MO u WE TH FA S&
I o W W ¥ = B

Click Save.

If you have entered the same time for the start and end times, a window will appear to confirm the creation of
a secured mode AutoUnlock. If you intended to create this kind of AutoUnlock, click OK. If you did not intend
to create this kind of AutoUnlock, click Cancel and go back to step 5.

Edit a Door AutoUnlock
1. Click SmarTime (SMT).

2. Click Door AutoUnlocks.
3. Click to highlight the name of the door AutoUnlock you want to edit.

‘Wieakand Business Hours

|wmw Rupmas Hrans

4. Click Edit.
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Enter the name in the Name box.

* A name is required and must be between one (1) and thirty-two (32) characters long. The name cannot
contain the tab character or the pound (#) sign.

Masme [w'sekday Difice |

Set the Start Time and the End Time.

e The time boxes are divided into four parts: hour, minute, second and day part. To enter the time, click on
the time part you want to change. Then either type the value or use the arrow buttons on the right of the
time box to increase or decrease the time.

e If the start time and the end time are the same, the lock will be set to secured mode (locked) at that time.

Stat Time | B -00:00 &M

Check the box below each day of the week for which the user time zone will be in effect.

54U MO Tu WE TH FA SA
B = v (= W = B
Click Save.

If you have entered the same time for the start and end times, a window will appear to confirm the creation of
a secured mode AutoUnlock. If you intended to create this kind of AutoUnlock, click OK. If you did not intend
to create this kind of AutoUnlock, click Cancel and go back to step 5.

= NOTE: The AutoUnlock will not be changed on the door until the door is reprogrammed.

Delete a Door AutoUnlock

1.
2.
3.

4.
5.

Click SmarTime (SMT).
Click Door AutoUnlocks.
Click to highlight the name of the door AutoUnlock you want to delete.

Wik e Rl aress Hira e
‘Weakand Business Hours

Click Delete.
Click Yes.

= NOTE: The AutoUnlock will still be active on the door until the door is reprogrammed.
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Door Holidays
A holiday is a defined time period during which a door remains in a secure, secured lockout or passage state. A
holiday can span over an unlimited amount of time and is non-repeatable.

Holidays override AutoUnlocks. Up to sixteen (16) door holidays can be added to a facility. Not all locks support
holidays

Add a Door Holiday
1. Click SmarTime (SMT).

2. Click Door Holidays.
3. Click New.
4. Enter the name for the door holiday.

* A name is required and must be between one (1) and thirty-two (32) characters long. The name cannot
contain the tab character or the pound (#) sign.

Mo |l:'| wEdiings

5. Set the Start Time and the End Time.

* The date boxes are divided into three parts: month, day and year. To enter the date, click on the date part
you want to change and type the value.

* The date can also be chosen by clicking the down arrow on the right side of the date box. A calendar pop-
up box will appear. Change the month by clicking the left or right arrow at the top of the box. Choose the
date by clicking on the number in the calendar.

* The time boxes are divided into four parts: hour, minute, second and day part. To enter the time, click on
the time part you want to change. Then either type the value or use the arrow buttons on the right of the
time box to increase or decrease the time.

Stait Tima | B -00:00 AM

6. Choose the function for the holiday by clicking the radio button next to the desired function. Only one function
for holiday can be chosen.

e Secure - Secure is a mode that sets the door to the locked state. A user who has access rights and a valid
credential can unlock a door set to secure mode. The door will re-lock after the specified relock time.

e Secured Lockout - Secured lockout is a mode that sets the door to the locked state and locks out all
credentials except pass through credentials. A user who has access rights and a valid pass through
credential can unlock a door set to secured lockout mode. The door will re-lock after the specified relock
time.

* Passage - Passage is a mode that sets the door to the unlocked state. Any person can open a door with a
lock set to passage mode. The door can be locked, and will remain locked, with a toggle credential.

™ Secure
* Secured Lockout
g Fﬂ:"’g":

7. Click Save.
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Edit a Door Holiday

1.
2.
3.

8.

Click SmarTime (SMT).
Click Door Holidays.
Click to highlight the name of the door holiday you want to edit.

Chiighmas
Cobumbos Dy
Halloweesen

Thanksgrirg

Click Edit.
Edit the name in the Name box.

* A name is required and must be between one (1) and thirty-two (32) characters long. The name cannot
contain the tab character or the pound (#) sign.

Hanms |l:] wEdiings

Set the Start Time and the End Time.

* The date boxes are divided into three parts: month, day and year. To enter the date, click on the date part
you want to change and type the value.

* The date can also be chosen by clicking the down arrow on the right side of the date box. A calendar pop-
up box will appear. Change the month by clicking the left or right arrow at the top of the box. Choose the
date by clicking on the number in the calendar.

* The time boxes are divided into four parts: hour, minute, second and day part. To enter the time, click on
the time part you want to change. Then either type the value or use the arrow buttons on the right of the
time box to increase or decrease the time.

Stait Tima | B -00:00 AM

Choose the function for the holiday by clicking the radio button next to the desired function. Only one function
for holiday can be chosen.

* Secure - Secure is a mode that sets the door to the locked state. A user who has access rights and a valid
credential can unlock a door set to secure mode. The door will re-lock after the specified relock time.

e Secured Lockout - Secured lockout is a mode that sets the door to the locked state and locks out all
credentials except pass through credentials. A user who has access rights and a valid pass through
credential can unlock a door set to secured lockout mode. The door will re-lock after the specified relock
time.

* Passage - Passage is a mode that sets the door to the unlocked state. Any person can open a door with a
lock set to passage mode. The door can be locked, and will remain locked, with a toggle credential.

™ Secure
i+ Secured Lockout
™ Passage

Click Save.

2>

NOTE: The door holiday will not be changed on the door until the door is reprogrammed.
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Delete a Door Holiday

1.

Click SmarTime (SMT).

2. Click Door Holidays.
3. Click to highlight the name of the door holiday you want to edit.
Chiishmas
Cobumibes Dy
Hallowesen
Thanksgrirg
4. Click Delete.
5. Click Yes.
= NOTE: The door holiday will not be changed on the door until the door is reprogrammed.
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Users

Adding a User

Create a user record so you can assign a credential to a new user. A user is anyone assigned a credential to
operate specific doors locks.

1. Click Users in the Main Window:
1. Click New at the bottom of the left pane:

e

T~

Acdchuzz 1 [ﬁrﬂd-"!l 4

mu:-u-|ﬂ'l' Aedchnsz 2 [17371 Beach Avenie
Moy Famesia |
fireaps | FEDGN T B Ciy |5u1 Dinga
Enlal o sedict a Bronta dasshs b Lsat St |
=l
Dok |LE4

cktaskon Dl [l 3
Evpastion [uaks [E': =

Heoine Phome |4921002
rak Phone T2 20

: Hoore | Cel Fhor |
il ey o] b =l (e by b ey LD s ey Dy b et =
1 o3 Artiesiion anok'of Expiration. Clck the T Inf’ bkon o see -H-'r
which Do ez Aot this EWBMM dalault d ol e which apceer: -
bm nes | i B oy e e e 1 Gethrgs + Progesan Gedhings] [6) I

e

S Cocd | b |

2. Enter up to 16 characters each for the Last Name and First Name fields (the other fields are optional):

*  Assign users to groups by entering a group name in the Group field. It's easier to manage multiple users
when they’re assigned to a group. If multiple groups are currently available in the Group dropdown list,
make sure all new users are assigned to the proper group. Speak with your site administrator if you are
unsure what to select.

3. Click Save to save the new record.

4. Click Close to return to the Main Menu.

Editing a User
Keep user information up to date by editing the user entry. When a resident moves out and returns all credentials,
edit the user entry so that it shows information for the new resident.

1. Click Users in the Main Window.
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5. Click Edit at the bottom of the left pane.

Lat Harme [t Eors

@e.p [RESIDRMT =]
Erder of gl | & o o dasdy bk Do

fizhvaton nuaﬂ =
Expirakion anir-' j
He inin |

Lotz vl ook all Ciedoniiols casgncd to th Ues on oy Door o thiot
suppoi s At edi'on Expliation,. Oick, 1he "Howe o’ buton 1o e
phich Do ypes mupoort Fir popeis. [The delai dals phich sposss can
b= gt o the men mindow merw. Selsct Selfings & Progrem Setigs|

gwe | Loee

Addiee 1 Fu‘dﬂu-‘*
A 2 |1:|3| Bk fpe

St 3|

anlD'ﬂ:ﬂu

ot [

7-'||:-|

e

Horre Prare [2551 212

"k Praane Fﬁ‘iﬁ 2l

Cel Prone |

:I‘-'Iu'll

|r:||

I.Ir.l:.:.n.l

o |

6. Modify values of any fields.
7. Click Save to save the new record.
8. Click Close to return to the Main Menu.

Finding a User

To find a User in the system, follow the steps below.

77



1. Click Users in the Main Window.

Users [CRP2 USB Reader Detected]
-James Stark’s Information and Credentials
Show G -
D_W N ]A” LBt —j | Persanal Information
i Last Name: Stark
MName | Group ] Addres...| | [Middle Initial: H
i e First Mame: James
e Activation Date: Wednesday, May 02, 2012
V S I'P ! !
et Expiration Date: Wednesday, June 05, 2013
| Credentials
Type Function Value +PIN
Card{s) (Mag o... MNormal 0000000763577735
PIr Marmal 892626
= } Tes Add Credential Edit Credential Delete Credential
1} [ {1
New | Delete |  Edi Close | Help |

9. Click Find. The Find User window will open.

Find User [CRP2 USB Reader Detected]

&

[~ Find by -

" First Mame

(" Card(s) (Mag or Prox)

™ PIN/Code

Search for: (Double Click the box below to read Credential)

Search Results (Select from list)

B | oK ] e ]

10. Select the Find by option.

11. If searching using a name (First or Last) or the PIN/Code enter the name or PIN into the Search for field.
a. Click Find. All applicable users will appear in the Search Results List.

b. Select the desired user in the Search Results List and click OK. The Find User window will close and the
Users window will show the selected User.

12. If searching for a Card using a Reader:
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c. Use the format select drop down menu to select the card format.

& Card(s) (Mag or Prox) | 22-cit |

d. Double click the Search for field.

e. Present the card to the reader.

f.  After a few seconds the Find User window will close and the Users window will show the selected User.
13. If searching for an iButton using a Reader:

g. Double click the Search for field.

h. Present the iButton to the reader.

i. After a few seconds the Find User window will close and the Users window will show the selected User.

Deleting a User

Delete a user to remove old records.
1. Click Users in the Main Window

L] -Samuel Vimes's Information and Credentials

Show G
e IA” i | Personal Information

1 User(s)

Last Mame: Vimes
Mame | Group JAddres___ First Mame: Samuel
Vimes, Samuel

| Credentials
Type Function Value +PIN
Card MNormal 0001000164166520
1 = Add Credential Edit Credential Delete Credential
1| il Helf | 2

New | Delete | Edt | FEind | Close Help




14. Select one user in the left pane and click Delete:

= NOTE: When you delete a user assigned to a credential, you will be prompted to delete the credential.
See Credentials on page 85 for more information.

f ™1

1 Deletions Cannot Be Undone

Are you sure?

Yes Mo

15. Click Yes to confirm the deletion of the user.
16. Click Close to return to the Main Menu.

Importing Users from Text File

The Text File Import option allows a large number of users to be added to the system at once by importing a text
(.txt) file containing the User Information. To access the Text File Import option go to the main page and click on
Facility>Import>User Import from Text File.

Text File Import
- File Information

Impart File Mame IC:\Program FilezhSchlage Express Browse

Filz Contents Preview

|[None] j Lapout Template

|dentify the type of data being imported by zelecting a [Space] + | Column Delimiter
label from the ‘Column Label’ box and moving it to the
My Columnz' box, Arange the Columng using the up

atd down buttons bo reflect the column arder of the in ~| Skip Lines at Beginning of File
impart file. The *lgnare® label can be used to identify ]
colurmng from the import file that are to be ignored. Wane v] Auto generate PIN . [0 PINg possible]

iNormaI w | Default Credential Function

I~ Import PIN a3 +PIN

[~ Reverse Button Order
Column Labels My Columng

“lghare® ||
First Mame G} 4 -~
Last Mamne

w M

FIM
iButton

Import Preview

Save Layout Delete Lapout | Cloze ‘ Help J

Import File Name - Shows the name and location of the Import File.
Browse - Click this button to browse your computer for the Import Text File. (Only .txt files accepted)
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File Contents Preview - This window will show the contents of the selected Text File. This allows the operator to
see the format of the text file without having to open the file in a separate window.

Layout Template - Use this drop down menu to select a layout template to use.
Column Delimiter - Use this to select how the information in the text file is separated.

Skip Lines at Beginning of File - Use this to select how many lines, if any, should be skipped at the beginning
of the text file. This is used to skip any non-user information such as titles or headings that do not need to be
imported.

Auto Generate PIN - Select this option if you wish the system to generate a PIN number for each user being
imported.

Default Credential Function - Select the credential function (Normal, Toggle, etc) for the imported Users. This
setting will be applied to all users being imported.

Import PIN as +PIN - If using the +PIN option, select this to import any PIN numbers as a Credential +PIN option.

Column Labels - This section shows all the system options for User information. This will automatically populate
with all the options available to a user in this system. Only the credential types that have been selected in the
Settings section will be shown.

My Columns - This section shows the columns that are defined by the Operator. See How to Import Users on
page 81 for more information.

Import Preview - This section shows a preview of how the user information will be imported by the system,
according to your settings. See How to Import Users on page 81 for more information.

Import - Click this to start the Import.

Save Layout - Click this to save the current layout to the system. This layout can then be used later in the Layout
Template section.

Delete Layout - Click this to delete the current layout.
Close - Click this to close the Text File Import window. All unsaved data will be lost.
Help - Click this to open the help file.

How to Import Users

To import a list of users into Schlage Express a text (.ixt) file must first be created with the user information. This
file can have any information that is found in the Users Definition section. Any additional information can be
ignored. User information in the text file can be delineated by a space, a tab, a colon, semi-colon, or any other
Operator defined ASCII character (not including any alphanumeric values or the apostrophe).

In the example below a text file with information delineated by tab is being used.
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To import a text file:

1. On the Main page of Schlage Express go to Facility>Import>User Import from Text File. The Text File Import

window will open.

Text File Import

X

- File Infarmation

File Contents Preview

Import File Mame C:\Program Files\Schlage Express

Browse |

I[None]

|dertify the type of data being imported by selecting a
label from the ‘Column Label’ box and moving it to the
My Colurits' bow. Arrange the Colurnsg uzing the up
and down buttons to reflect the column order of the
import file. The *lgnare® label can be used toidentify
columnz from the import file that are to be ignored.

.ﬂ Lavout Template

I[Space] vI Column Delimiter

1] Skip Lines at Beginning of File

lNgne vi Auto generate PIN [0 PIMNz possible]
lNDrmaI VI Default Credential Function

I Import PIN as +PIN
[~ Reverse iButton Order

Column Labels ty Columng
*lgniore” [EJ
Firzt Mame h 4 -~
Last Marne
4] =
iButton [_YJ
Import Preview
Save Layout Delete Lavout Cloze | Help

17. Click the Browse button to open the Select File Import window.

Select File to Import.

Loak in: I (= Schlage Express

| = & e E-

> [ﬁ]Export
’.,—] [CFadilities
Recent (CHelp
[ChLanguage

@ ([ChLogfiles

: (C)Proxylator

Destiop @Reports

El ImportTemplates. txt

My Documents

[~ Cpen as read-only

My Computer
-
g File name: || Ll Open I
Tty Metwork Files of type: ITe:ct files {"be} LI Cancel |
Places
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18

19

20

21

22

23

24

25

. Navigate to the text file and click Open. The Select File window will close and the text file will be previewed in
the File Contents Preview section.

File: Contents Preview

Userl  a 123456 1212121272420 ~
User2 b BETEI 1212M1212M2/20

. OPTIONAL: At this point if a Layout Template has been created it can be selected using the Layout Template
drop down box. A Layout Template will set all the other options (Column Delimiter, Skip Lines, Auto Generate
PIN, Column Order, etc.) in the Text Import File utility. Layout Templates can save time and should be
considered if a lot of importing from different .txt files, all with the same layout, is being done.

=> In this example a layout template will not be used so the [None] option will be selected.

. Use the Column Delimiter drop down to select how the information is delimited in the text file.

=> In this example the information is delimited with a Tab so the [Tab] option will be selected.

. Use the Skip Lines at Beginning of File drop down to select how many lines, if any, need to be skipped at the
top of the text file.

= In this example there are no lines that need to be skipped so the 0 option will be selected.

. Use the Auto generate PIN drop down if you wish the system to assign a PIN number to each user being
imported. Select how many digits the PIN will have.

=> In this example we are not using PIN numbers so the 0 option will be selected.

. Use the Default Credential Function drop down to assign a specific Credential Function (Normal, Toggle, One
Time Use, etc.) for all the users being imported.

=> In this example we are assigning Normal function to all users so the Normal option will be selected.

. Click the Import PIN as +PIN if you wish any PIN numbers being imported to be part of a Credential +PIN
setup.

=> In this example we are not using the +PIN option so this option will remain unchecked.

|[N one] j Lapout Template

Identify the twpe of data being imported by zelecting a [Tab) | Calumnn Delimiter
label from the 'Column Label' box and moving it to the
My Columng' box. Arrange the Columng uzing the up

and down buttons to reflect the column order of the ] Skin Li s Blesfiig af F
import file. The *lgnore® label can be used toidentify = T s =) 7 )
calumig from the import file that are to be ignored. MHaone | Auto generate PIN [0 PIMs possible]
Marmal w | Default Credential Function

[ Import PIM a2 +PIN
[ Rewverze iButton Order

. Now the Column order must be defined in the system. Look at either the File Contents Preview section or at
the original text file to see what order the information is given.

= In the example we’re using the information is given in the order of First Name, Last Name, Card,
Activation Date and Expiration Date.
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26. Go to the Column Labels section and select the first column of information. Select that column and click on

the button. The selected column will now populate the My Columns field (and be removed from the Column
Labels field) and the Import Preview section will show the first column information.

= In the example we’re using the first column is First Name.

Column Labels by Columns

*gniore® S First Mame

Last Mame = E -~
FIrN

iButtan o b
Card ]

Import Presview

First Marne
User
Jser2
Userd
Jserd

27. Repeat the above step for each column in use.

= For our example we get the following results:

Column Labels Py Columng

Address 1 -~ E Firzst Mame -
Address 2 b | Last Mamne

Address 3 - Card

City 0l < Activation Date -
State ] E «piration D ate

Import Preyviey

First Marme |Laszt Mame |Card Activation D | Expiration D
Uzerl a 123486 121242 121220
|Jzer2 b SEFR| 12M2M2[ 124200
Uzerd C o2 1222 121220
|Jzerd d 112131 121212 1212020

28. OPTIONAL: If you wish to use this Import Layout again, click Save Layout to save it. The Layout Name
window will open.

Layout Mame

Enter name for thiz layout

j- Enter the name of the Layout in the field provided.
k. Click OK. The Layout Name window will close and the layout will be saved.

29. To Import the file click Import. The Importing Users window will open and then close once the import is
complete. The imported users can now be viewed in the User section of Schlage Express.

=> Note: If there are any errors in the import process an Error window will open and the files will not be
imported.
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Credentials

Credentials are used to gain access to a door. Credentials can be PINs, Card (Mag or Prox), iButton or an RSI
Hand reader.

Credential Types

PIN

This is the only logical credential available. A PIN is simply a sequence of numbers and does not require a device.
A PIN is easy to create, has no expense associated with it, but is not very secure. PIN is an acronym for Personal
Identification Number.

iButton

An iButton is a microchip in a battery case. Each chip has a unique serial number that is used for identification.
iButtons are very durable, moderately priced and secure. iButtons can be combined with PINs when the
associated hardware provides this feature.

Card (Mag or Prox)

Mag Card - Mag Card is a short term for magnetic stripe card. Mag Cards are low cost and secure, but are
susceptible to magnetic fields.

Prox Card - Prox Card is short for Proximity Card. Prox cards are also available as fobs. Prox cards are more
expensive than mag cards but usually perform better, are not susceptible to magnetic fields and are just as
secure.

RSI Hand
An RSI Hand is the only biometric credential available. Hands are always combined with a PIN. The PIN can be
encoded on a card (mag or prox). Hands have the highest available security level at no incremental cost.

Credential Functions

Normal
A normal credential opens a door for a specified time. The time span is defined by the relock delay. The normal
function works on all devices.

Toggle
A toggle credential opens a door and leaves it open until it is closed again by a toggle credential. It toggles a door
between locked and unlocked.

Freeze
A freeze credential disables the credential reader. After a freeze credential has been used on a lock, only a pass
through credential will operate the lock. Present a freeze credential to return the lock to an operational state.
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One Time Use

A onetime use credential opens a door only once with the normal function. Once a onetime use credential has
been used on a door, it will no longer work on that door. It can still work on other doors, to which is has been
assigned.

Dogged
Dogged is a credential functions that keeps the push pad pushed in and the door unlocked only on electronic
dogging bars. A dogged credential works as a normal credential on all other devices.

Pass Through
A pass through credential will always unlock a lock that is in secured lockout mode, regardless of how the lock
was put in secured lockout mode.

Delete with Audit/Alarm
A delete with audit/alarm credential will log an audit entry that the credential was used. However, the credential
will NOT unlock the door. If an alarm is available on the lock, then the alarm will sound.

CT Aux
A CT Aux credential operates the auxiliary relay of a CT Controller, but not the main relay. The time span the relay
is activated is specified by the relock delay.

CT main and Aux
A CT Main and Aux credential operates both the auxiliary relay and main relay of a CT controller. The time span
the relays are activated is specified by the relock delay.

Adding a Credential

1. Click Users.

@. Users

2. Click to highlight the name of the user to which you want to add a credential.

Name | Group | Address...
Baker, Jill CLERIC... Main
Creswd, Alan COMNSU WilesL W
Dizan, Mancy CLERIC... Main
Miller, Amanda

3. Click Add Credential.

‘ S (s

4. Select the type of credential you want to add from the following:
a. PIN
i. Click the PIN radio button.
ii. Click OK.
iii. Enter a PIN number or click Generate to have the system generate a PIN.

iv. Select the function from the Function drop-down box.
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v. Click OK.
b. iButton
i. Click the iButton radio button.
ii. Click OK.
iii. Do one of the following:
1. Select an iButton from the stock list:

a. Click Yes in the Credentials Available window. If the Credentials Available window did not
appear, then no iButtons are available in the stock list. Proceed to the instructions for Add a
new iButton below.

b. Click to highlight the number of the iButton you want to add OR click Find and touch the
iButton you want to find to the iButton reader.

c. Click Select
2. Add a new iButton:
a. Click No in the Credentials Available window (if it is visible).
b. Click Read.
c. Touch the iButton you want to add to the iButton reader.

iv. To add an optional +PIN, enter the +PIN in the (Optional) +PIN box, or click Generate to have the
system generate a +PIN.

v. Select the function from the Function drop-down box.
vi. Click OK.
c. Card(s) (Mag, Prox, or Smart)
i. Click the Card(s) radio button.
ii. Click OK.
iii. Do one of the following:
1. Select a mag, prox, or smart card from the stock list:

a. Click Yes in the Credentials Available window. If the Credentials Available window did not
appear, then no cards are available in the stock list. Proceed to the instructions for Add a new
Mag, Prox, or Smart Card below.

b. Click to highlight the number of the mag, prox, or smart card you want to add OR click Find
and present the card you want to find to the mag, prox, or smart card reader.

c. Click Select
2. Add a new Card:

=> Ifusing an Enrollment Reader to enter cards see Using an Enrollment Reader on page 89.
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a. No Enrollment Reader (Manual): Select “None” in the Enrollment reader section and follow
the instructions in the box below:

Card Detail
Enrolment Reader Selection
&' None " Serial Reader " ProxCards " Smari Card " Mag Cards
(Mpqual Entry) (CRP2) (AptiQ Reader) (CRMZ2)
Card Format |2a.pit - Convert Holstamp

f‘.nldl

(Optional) <P Cenerate I

Function| ormel |

Hotstamp No
Faciity Code:

Version. I

oK Cancel Help Clear Data

Instructions:
1. Type in Card Data in the "Card’ entry location
or
1. Select a Card Format
2 Input "Hot Stamp’ and "Facility Code’
3. Select the 'Convert HotStamp' button to generate Card Data

RSI Hand

iv.

Vi.

Vii.

viii.

Click the RSI Hand radio button.
Click OK.
Click Read.

Follow the prompts on the HandKey Il screen. Once the user is successfully enrolled, the HandKey
Template box will display Enrolled.

Do one of the following:

1. Type the PIN number into the Card or PIN box.

2. Click Read to have the system generate a PIN for you.

3. Click Read to enter a Card and then present the card to the card reader.
Select the function from the Function drop-down box.

Select the menu access level from the Menu Access drop-down box -- Consult the HandKey Il User
Manual for more information.

Select the reject threshold from the Reject Threshold drop-down box -- Consult the HandKey Il User
Manual for more information.

Click OK.
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Using an Enroliment Reader

After creating a cardholder, you can pre-populate the credential information using an enroliment reader. Schlage
Express supports the CRM-2 Magnetic Stripe Enroliment Reader, the CRP-2 Proximity Enroliment Reader, and
the APTIQ SMART Card Enroliment Reader.

Using CRP-2 Proximity Enroliment Reader:

1.

Connect your CRP-2 to your USB port and launch the Card Detail Window by clicking on the Add Credential
button in the Users Window.

If you are already in the Card Detail window when you connect your enroliment reader, you may need to click
the Reinitialize pcProx button.

Card Detail
Enroliment Reader Selection
" None {" Serial Reader (¢ Prox Cards (" Smart Card (" Mag Cards
(Manual Entry} [Cwl (AptiQ Reader) (CRM2)
Card Format izs bt - é
Reinitiaize CRP2
Card]|
{Optional) -DNE Generate |
F““mniﬁarmal j
Hotstamp No..|
Faciity Cme:i—
Version ii
DK Caneeal Help Clear Data
Instructions:
1. Select a Card Format
1 Present card 10 Reader.
3. Sclect the ‘Read CRPZ® button

You will know that Schlage Express has successfully connected to the enroliment reader as the Read USB
button will be enabled. If Schlage Express cannot find the enrollment reader, the Read USB button will be
disabled:

=> Note: Before you read a card you will need to know how many bits and what format card you have.

Select the correct card format from the Card Format drop down menu and present your card to the enroliment
reader. The reader will beep and the LED will turn green for 10 seconds.

=> Note: During the 10 second period in which the LED is green if a card is presented it will reset the 10
second timer. The LED must turn red before a new card can be presented.

While the LED is green, click the Read USB button and you will see the card data fields populate.
Click OK.
Repeat the steps above for each additional prox card.
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Using SMART Card Enrollment Reader:
1. Connect your SMART Card Enrollment Reader to your USB port and launch the Card Detail Window by
clicking on the Add Credential button in the Users Window.

-

Card Detail
Enroliment Reader Selection
" None (" SerialReader ( ProxCards (¢ SmartCard ( Mag Cards
(Manual Entry) (CRP2) (AptiQ Reader) (CRM2)
Card Format |25.bl ,:J
Cardﬂ
(Optional) .pm| Generate r
Function [ Normal j
Hotstamp No.:|
Facilty Code:|
Version:[
OK Cancel Help Clear Data
Instructions:
1. Optional: Select a Card Format
Note: "Hot Stamp' and 'Facility Code’ are
derived from the card format selected.
2. Make sure cursor is in the "Card' Entry field
3. Present card to Reader.

2. Select the card format from the Card Format drop down menu.
Place your cursor in the Card(s) field.

4. Present your card to the enrollment reader. The reader will beep and the card information will populate the
Card(s) field.

5. Click OK.
6. Repeat the steps above for each additional 75-bit PIV card.
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Usmg the CRM-2 Magnetic Stripe Enrollment Reader:

Connect your CRM-2 to your USB port and launch the Card Detail Window by clicking on the Add Credential

button in the Users Window.
2. Place your cursor in the Card(s) (Mag or Prox) field.

Swipe the card in the enroliment reader. You will see your card data populate the Card(s) (Mag or Prox) field

as in the example below.

Card Detail
Enroliment Reader Selection
" None (" SerialReader (" ProxCards ( SmartCard (¢ Mag Cards
(Manual Entry) (CRP2) (AptiQ Reader) (CRM2)
Card Format IZﬁ—bl j
Cal‘ﬁ" m‘
(Optional) +P|N[ Generate

A

Function [ MNormal

Hotstamp No.:|

Facility Code:[

Version: [

0OK Cancel Help Clear Data

Instructions:
1. Optional: Select a Card Format
Note: 'Hot Stamp' and 'Facility Code® are
derived from the card format selected.
2. Make sure cursor is in the "Card’ Entry field
3. Swip card on Reader.

4. Click OK.
5. Repeat the steps above for each additional magstripe card.
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Deleting a Credential

Delete a credential record from the facility when a credential is lost or destroyed.

1. Click Users in the Main Window.

Vimes, Samuel

<]

i |

Mew I Delete ‘

Edt | End |

T
- Samuel Vimes's Information and Credentials
Show G -
e ]A” s —] Personal Information
1 User( "
ol Last Mame: Vimes
MName | Group J Addres._| | |First Name: Samuel

| Credentials
Type Function Value +PIN
Card Marmal 0001000165165520

Add Credential

Edit Credential

Delete Credential

Close I Help J

2. Select the user in the left pane, select the credential in the lower right Credentials pane, then click Delete

Credential.

3. Click Yes to confirm deleting the credential.

"Vimes, Samuel - Designate Credential As ...

" Lost

[~ Apply to Al

QK

" Trashed/Damaged

Type: Card Function: Mommal %alue: 00010007651 B5520

Cancel

4. Select an appropriate option and click OK:
a. Select Return to Stock if SCHLAGE EXPRESS is used to keep track of all unused Credentials.
b. Select Trashed/Damaged if a credential is destroyed and you have possession of it.

c. Select Lost for credentials that cannot be found.

= NOTE: Selecting “Trashed/Damaged” or “Lost” removes the credential from the database.

= After deleting a credential, you must transfer the updated information to the lock. See Programming a Lock
on page 107 for more information.
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Doors

Door is the generic term for any opening that can be secured with a locking device. A door can be a regular
internal or external entrance or exit, a sliding door, a cabinet etc. “Door” is also used as a synonym for “locking
device” or “lock”.

The Doors Window

The Doors window is used to add, edit and delete doors. It is also used to assign and remove AutoUnlocks and
Holidays, and to copy SmarTime functions from one door to another.

Open the Doors Window
Click the Doors button on the main menu to open the users window.

Sort Doors
Click any heading to sort doors by that heading.

View Door Information
Click on any door title to view the information for that door.
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Add a Door

A oD =

o

Click Doors.
Click New.
Enter the name for the door in the Name box.

The door name cannot contain the tab or the pound (#) character. If you are using a SNAP programmer to
program the doors in your facility, the name of the door must be between one (1) and eight (8) characters.

Enter any (optional) notes in the Notes box.
Select the type of door (lock) from the Type box. Follow the directions below for the chosen lock type:

C0-200/C0O0-220/AD-200/AD-201/CT5000

1.

Click the Use First Person In For AutoUnlock Schedules check box to enable/disable the Use First Person In
feature.

Click to select/deselect the check box(es) next to each credential type that can be used on this lock.

=>» Credentials available in this section depend on settings selected in the Credentials and Devices section
of Program Settings.

Assign AutoUnlocks to the door, if desired.

= AutoUnlocks can be assigned to a door at any time.

Assign holidays to the door, if desired.

=>» Holidays can be assigned to a door at any time.

CM/BE367 Lock

1.

Click the Use First Person In For AutoUnlock Schedules check box to enable/disable the Use First Person In
feature.

Click to select/deselect the check box(es) next to each credential type that can be used on this lock.

= Credentials available in this section depend on settings selected in the Credentials and Devices section
of Program Settings.

Assign AutoUnlocks to the door, if desired.

=> AutoUnlocks can be assigned to a door at any time.

Assign holidays to the door, if desired.

= Holidays can be assigned to a door at any time.
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HandKey Il

1. Enter the reader address into the Reader Address box.

= The address must be between 0 and 254. The address 170 is reserved and cannot be used. See the
HandKey Il documentation for information on locating the reader address.

2. Select the connection type from the Connection Type box.

= Check with your system administrator or see the HandKey Il documentation for information on
determining the connection type.

3. Enter the IP address into the TCP/IP Address box or select the serial port from the Serial Port drop-down box

= Check with your system administrator or see the HandKey Il documentation for information on
determining the IP address or serial port.

4. Click Test Connection.

a. If the Connection Successful box appears, click OK. All options were configured correctly and the reader
and the system are communicating properly.

b. If the No Reader Found box appears, click OK and go back to step 6 and check all options. The reader
cannot be located using the settings provided.

Click Configure Setup to configure the reader setup.
Assign AutoUnlocks to the door, if desired.

= AutoUnlocks can be assigned to a door at any time.

7. Assign holidays to the door, if desired.

=> Holidays can be assigned to a door at any time.

Mechanical

The Mechanical Lock Properties information is completely optional. The Schlage SCHLAGE EXPRESS Software
does not utilize this information in anyway. This screen is used to record the mechanical key management
information for your facility for those locks/doors that are not controlled electronically or to record the mechanical
key override information of electronic lock with mechanical key override capability. To complete this information,
you will need to work directly with your facility locksmith.

If you are unsure whether you should enter mechanical key information into Schlage SCHLAGE EXPRESS
software, contact technical support.

1. To add lock properties, click Properties.
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BE367 Deadbolt Lock

1. Click to select/deselect the Enable Lock & Leave check box to enable/disable the Lock & Leave feature.

= The Lock & Leave Feature is a feature that applies only to BE367 Deadbolts. When Lock and Leave

is enabled, the deadbolt can be re-locked from the outside of the door for a short period of time. By
default, the Lock and Leave feature is disabled.

2. After the Device type has been chosen and set up:

a.
b.

Click Save.
Click Close to return to the main window.

Configure HandKey Il Setup
1.

Click Doors.

o r Db

a.
b.
c.
d.

Click to highlight the name of the HandKey Il door you want to edit in the list and then click Edit.
Click Configure Setup.

Choose one of the following:

Get Current Settings from the Reader

Click Get Settings From Reader.

The current settings will be displayed in each of the fields in the window.
Click OK.

Click Close.

6. Change Settings in the Reader

a. Make changes to the desired fields.
b. Click Update Reader.
c. Click OK.
d. Click Close.
Click Save.
8. Click Close.

Hand Reader Setup Data

Reference Info

Reader Address - Displays the address of the current reader as reference information. The entry in Reader
Address cannot be edited in this screen.

Operating Settings

Access Retries Before Lockout - Sets the number of failed identification attempts allowed until a user is locked
out of a reader. The lockout is removed after a different user successfully accesses the door. The range is 1 - 250

and the default is 3.

Default Reject Threshold - Sets the level required for a hand template to match with the stored template. A read

scoring below this level is considered a good read; anything above is rejected. Setting the level low results in

a secure system, but may increase the false rejection rate, which reduces the convenience of use. This default
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level is used when the individual reject threshold in the user record is set to zero, otherwise the individual reject
threshold overrides the default setting regardless if it is higher or lower. The range is 30 - 250 and the default is
100.

Output Mode - Lock Output Mode has two options:
* Lock sets the relay output to simply open or close.
e Card sets the relay output to send out a number sequence that operates a Wiegand Control Module.

AUX Relay Time in Seconds - Number of seconds for which the AUX output contact changes its state after an
event caused it to be activated. The range is 0 - 2000 and the default is 5.

Re-lock Time in Seconds - Number of seconds for which the door will stay unlocked after a successful
identification. The range is 0 - 2000 and the default is 5.

Door Shunt in Seconds - Number of seconds between the end of the relock delay time and the beginning of a
“Door Propped Open” alarm. The range is 0 - 20000 and the default is 10.

Feedback
Beeper - When checked, the beeper will sound each time a button is pressed on the reader. Default is checked.

12 Hour Display - When checked, the time on the reader is displayed in the 12 hour AM / PM format. The default
is unchecked.

Valid Access Clears AUX - When checked, a successful user identification will reset the AUX output. This can be
used, for example, to cancel a local alarm. The default is checked.

Print Valid Access Attempt - When checked, the reader will print the “Valid Access” event message on a printer
that has been connected to the reader. This option will only function when a printer is connected to the reader. The
default is checked.

Display System Status - When checked, the reader status will be displayed instead of the time and date. This
can be used as a troubleshooting technique. The default is unchecked.

Reader Menu Passwords

Security - Security menu password. Range is: 0 - 9999999999 Default is: 5
Enroliment - Enrollment menu password. Range is: 0 - 9999999999 Default is: 4
Management - Management menu password. Range is: 0 - 9999999999 Default is: 3
Setup - Setup menu password. Range is: 0 - 9999999999 Default is: 2

Service - Service menu password. Range is: 0 - 9999999999 Default is: 1
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AUX Output On
Door Alarm - When checked, the AUX Output will be activated when a door alarm occurs.

AUX In - When checked, the AUX Output will be activated when a signal change occurs at the AUX Input.

Invalid Access - When checked, the AUX Output will be activated when a when an invalid access event occurs.

Tamper - When checked, the AUX Output will be activated when a when the tamper switch is activated.

Power Failure - When checked, the AUX Output will be activated when a when a power failure occurs.

Edit a Door

1.

o D

Click Doors.

Click to highlight the name of the door you want to edit.

Click Edit.

Make any necessary changes. Use the information in the Add a Door section as a reference.
Click Save.

Copy SmarTime Functions from Door to Door

A set of SmarTime functions (AutoUnlocks and Holidays) can be copied from one door to another door, or to many
doors. This is useful if you want all (or a large number of) the locks in your facility to have the same AutoUnlocks
and Holidays. There are several things to remember when copying SmarTime functions:

SmarTime functions can only be copied to those doors that are capable of the selected SmarTime functions.

If a door cannot manage the full number of the SmarTime functions that are being copied, then only the first
items in the list will be copied.

Holidays that are set as “Passage” or “Secured” will not be copied to doors that can only manage Holidays that
are set to “Secured Lockout”. If the door designated as the copy source has Holidays assigned that are set to
“Secured Lockout”, then only these Holidays will be copied.

= NOTE: When SmarTime functions are copied from one door to another, all previously assigned SmarTime
functions will be lost.
Click Doors.
2. Click to highlight the name of the door from which you want to copy SmarTime functions.
| 4 Doors
Marng | Tepe
101 KC-2 Deadbolt Lock
Employae HandEey I
Fila Machanical
- CMKC-2 Lotk
3. Click Copy SMT.
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4. Click to select/deselect the check boxes next to the type of SmarTime functions you want to copy.
SmarTime Copy Ed
‘ Select SmarTime funchions to copy
I@ﬂﬂdﬁdﬂ @ﬂuﬁourlxklzl
5. Click to highlight the name(s) of the door(s) to which you want to copy the SmarTime functions.
= Multiple selections can be made by holding down the Shift or Ctrl key on your keyboard.
| Destination Do | Tyoe |
fam KC-Z Deadbok Lock
o
| | Fie Mecharical
6. Click Copy & Close.
Delete a Door
1. Click Doors.
2. Click to highlight the name of the door you want to delete. Multiple doors can be selected by holding down the
Shift or Ctrl key on your keyboard.
3. Click Delete.
4. Click Yes.
= NOTE: Users will continue to have access to doors that have been deleted from the system until the lock is

physically removed from the door.
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Access Rights

The Access Rights section is used to assign users access to specific doors. The Access Rights section can not
be opened until Users have been added to the system with credentials assigned, and Doors have been set-up in
the Doors section. See the Users, Doors, and Credentials chapters for details.

ccess Rights 7
 View By User Show Gredp
™ \isw By Door [atsers - Hide Tina Zana Dafinisns |
4 User(a) And Credentials 0 Doer(s) Win Access Rights
| Grovp | asdress | Functun [ Type [ opti [ Vai
....... P 828
rral = e
ormal Cara oo
< >
Hurmer Tire Zune Definton
| | 24Hr X7 Days (Defauty, 12:00:00 A to 11:59:59 #M, Su, 140, Tu, ¥, Th, Fr, Sa
2 | Undefmed
3 | Undefied
4 | Undefried
5 Ungefined
[ 3 Undefined
B undetmes
fod l Gepy | Qeiete | B | g | iose | Hep I

View By User - Select this option to display Users in the system. In this configuration Doors will be added to
Users.

View By Door - Select this option to display Doors in the system. In this configuration Users will be added to
Doors.

Show Group - Use this drop-down to filter the selection by Group. Default is All Users.

Hide Time Zone Definitions - Click this to hide the Time Zone Definitions at the bottom of the screen. Click again
to show them.

Add - Click this to add access to the selected User or Door.

Copy - Click this to copy access from the selected user (or door) to another user (or door).
Delete - Click this to delete access from the selected user (or door).

Save - Click this to save any changes made to access rights.

Cancel - Click this to cancel any changes that have not yet been saved.
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Assign Access Rights

Access rights can be assigned by User or by Door.

To assign access to a user:

1.

Click Access Rights in the Main Window.

2. Click on the View By User option in the upper left corner of the screen. A list of Users and Credentials will
populate the left table and Doors and time zones will populate the right table.
ity £
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3. Select the user in the upper left pane, then click Add. The Select From List window will open showing all
eligible doors in the system.
4. Select the door(s) that this user may open and then click Add. For multiple selections, hold the CTRL key
while clicking selections.
5. In the Access Rights window, click the appropriate Time Zone for this user.
6. Click Save. The system saves the door and time zone assignments for the user.
7. Click Close to return to the Main Menu.
= NOTE: For Access Right changes to take affect Program Files will need to be generated and uploaded to

the locks. See Generating Program Files on page 105 for more information.

To assign access to a door:

1.

Click Access Rights in the Main Window.
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2. Click on the View By Door option in the upper left corner of the screen. A list of Doors will populate the left
table and a list of users will populate the right table.

N o

1 Miew By User

Snow Greup

[ &)

& View By Door anlinars | Hide Tima Tana Defintians |
3 Deor(a) 2 Usera/Crecentials] Witn Access Rights
Dour Hame | Tyve | Hame [Grogp [Addeess  [Type  [Functior
Main Door AD-200 Castor, Mathew | NEW Card | Hormal
Second Door an.2on Wimes, Samus! Cand Hormal
Third Doar ADZ00
uuuuuuu Trve Zime Definton
1 | 24Hr 7 Davs iDefaut), 12:00:00 A to 11:58:55 PM, Su, Mo, Tu, We, Th, Fr, Sa
Z Busneas Hours, 7:00:00 AM 10 E:00:00 PR Me. Tu, We. Th. Fr
3 Undefined
4 Undefred
§ Undefines
L Undetined
* Undefmed
] ] Geny | Deete | | ANGE | Cse | Hel

Select the door in the upper left pane, then click Add. The Select From List window will open showing all
eligible users in the system.

Select the user(s) that will have access to this door and then click Add. For multiple selections, hold the CTRL
key while clicking selections.

In the Access Rights window, click the appropriate Time Zone for this user (you may have to use the scroll to

the far right to see the time zone options).

Click Save. The system saves the door and time zone assignments for the user.

Click Close to return to the Main Menu.

= NOTE: For Access Right changes to take effect, Program Files will need to be generated and uploaded to
the locks. See Generating Program Files on page 105 for more information.
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Copy Access Rights
Access rights can be copied from one user to another (or group of other) user(s) or from one door to another (or
group of other) door(s).

To copy access from one user to another:

1.
2.

Click Access Rights in the Main Window.

Click on the View By User option in the upper left corner of the screen. A list of Users and Credentials will
populate the left table and Doors and time zones will populate the right table.
Access Rights Lok

 View By User Show Greup
" Wiew By Door [anusars K Hide Time Zana Defintians |

< Usernis) And Crecentals 0 Doeria) WEn Acceas Fights

Name: Broy; bgdress | Function b )

Numiber Trve Zone Defriton
1 24Hr X 7 Days (Defaut). 12:00:90 A 1o 11:55:55 FM, Su. Mo. Tu, We, ™, Fr, Sa
Z Undefrned
3 Undafined
4 Undefned
§ Undefnea
L Vngetnes

N unaetnes

A I Gopy | Deiete | = | AGE | Cuse | Hel I

Select the user whose access is going to be copied, then click Copy. The Select the Users window will open
showing all users in the system.

Select the user(s) that will have their access rights updated. For multiple selections, hold the CTRL key while
clicking selections. Click on Copy. The Confirm Copy window will open.

Click Yes. The window will close and the access rights of the selected user(s) will be updated.

=> Note: Access will only be copied to the users with the correct credentials. If a user does not have the
correct credential type an error message will open and the access will not be copied.

Click Close to return to the Main Menu.

NOTE: For Access Right changes to take affect Program Files will need to be generated and uploaded to
the locks. See Generating Program Files on page 105 for more information.

To copy access from one door to another:

1.

Click Access Rights in the Main Window.
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2. Click on the View By Door option in the upper left corner of the screen. A list of Doors will populate the left
table and a list of users will populate the right table.

T \ew By User Show Greup

& View By Door Py | Hide Tima Tana Defintians |

2 080nia) 2 USEraCIeoRNtaNs) WIn Access Rights
Dour Hame | Tyve | Hame [Grogp [Addeess  [Type  [Functior
\iain Door D200 Castor, Mathew | NEW Tad | Howmal
Second Door af.2o0 Wimes, Samusl Can Hormal
Third Doar AD-200

Humber Tire Zene Defniton
Z4&Hr X 7 Davs iDefaul, 12:00:00 AU o 11:55:58 B, Su. Mo, Tu, We, Th, Fr. Sa
B 33 Hours, 7:00:00 A4 16 £:00:00 P Mo, Tu, e, Tn, Fr

Geny | Deiete | : | o | Cse | Hel I

3. Select the door whose access is going to be copied, then click Copy. The Select the Doors window will open
showing all doors in the system.

4. Select the door(s) that will have their access rights updated. For multiple selections, hold the CTRL key while
clicking selections. Click on Copy. The Confirm Copy window will open.

5. Click Yes. The window will close and the access rights of the selected door(s) will be updated.
=> Note: Access will only be copied to doors with the same credentials. If a door does not use the same

credential type an error message will open and the access will not be copied.
6. Click Close to return to the Main Menu.
= NOTE: For Access Right changes to take affect Program Files will need to be generated and uploaded to

the locks. See Generating Program Files on page 105 for more information.
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Generating Program Files

After you have assigned users, access rights, timezones and holidays to the doors in your facility, you must
program the doors in order to transfer the information. Each time a change is made to a user, door, access right,
timezone or holiday, each door that is affected by the change must be reprogrammed.

The process for generating program files for online and offline doors is slightly different.

Generate Program Files for Offline Doors

Be sure that your HHD is connect to the PC prior to generating program files.
1. Click Generate Program Files in Main Window.

= NOTE: The Generate Program Files item flashes when doors require programming, and indicates
number of doors affected.

2. You can choose to show all the doors in the system or show only those that require programming.

— Wi Dplions
% Sk ol Doors thal requits programming

™ Show all Dooes [Pre-sedected Dooes requine programming)

3. All doors that need to be programmed will be selected by default. Click the check box next to any door you do
not want to program to deselect it.
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1 Shos sl Doers |Pre-seisched Dinces reguine poorsmming]

5 ooz by progran ang Salect Done o progrem thrcasgh Hhe rebrm b

Dow Name T, | Doo Twpe oot Mania Donl Typu

[R T M Lod:.

EALPT 102 CH Lock

Copi 103 M Lock

[ Fronk Eriiances i Lock

A Sich Emplopes Enrance M Logk
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i | ET | | ¥
[T e Paamtes 0] Aecdfekdin | Evngrem Hebomind Do Becel Sekchan |
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4. Click Generate Program Files.

5. Offline doors are not programmed at this point. You still need to physically tour each door. See Programming
a Lock on page 107 for more information.
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Generate Program Files for Online Doors

1.

Click Generate Program Files in Main Window.

= NOTE: The Generate Program Files item flashes when doors require programming, and indicates
number of doors affected.

You can choose to show all the doors in the system or show only those that require programming.

—iee O plions -
% Sk onily Dooes Ehal reguits programming

™~ Show all Dooss [Pre-sedected Dooes requine programming)

All doors that need to be programmed will be selected by default. Click the check box next to any door you do
not want to program to deselect it.

~ Sefect Doors bo program thiough e netwodk

| Dot Mame | Door Type
=l mptoves Entrance Hand e 1l
B icnt Diace Handaw i
Bt Difice Hand e 11

i
Click Program Networked Doors.

Online doors are automatically programmed once the program files have been generated. You do not need to
do anything else to program the doors.
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Programming a Lock

Selecting a System Programming Device

1. Start the Schlage Express application as before.
2. Goto Settings> Program Settings. The Program Settings window will open.
3. Select the Programming tab.

nl’mgramSeﬁlng re— m‘“ . w1

[ Credentials and Devices Preferences Audits
Programming] i Time Defaults i Backup

Programming method settings apply to all Facilities

" Locks will be programmed with SNAP programmer

" Locks will be programmed with this computer
Files will be placed in the folder:

|c\SchiageExpress\Export

& Locks will be programmed with a Pocket PC device
Files will be placed in the synchronization folder:
| {mSchIageE:pressl.E:port =-Change Folder |

™ Locks will be programmed with another Windows computer
Files will be placed in the folder.
]c.\ScnlagaExpress\Export =<-Change Folder |

| Close | Help | |

4. If you will be using a SNAP Programmer, select Locks will be programmed with SNAP Programmer.

= NOTE: The Snap Programmer has been discontinued and replaced with the HHD.

5. If you will be using a HHD, select Locks will be programmed with Pocket PC device.
6. Click Save and Close.
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Programming a Lock Using a HHD

To program a lock using the HHD you must first:

1. Set up the doors in your system and create program files for those doors. See Generating Program Files on
page 105 for more information.

2. Couple the HHD to the Door you wish to program.
3. Program the Lock for the first time. Follow the steps below for coupling and programming locks.

Coupling
1. Connect the HHD to the lock.

2. Select Start on the HHD.
3. Select Schlage Utility Software (SUS) from the program menu. The SUS login screen will open.

Utility Software
Log on as

Password ]

y1]2[3[4]s]6[7]e]o]0]-[=[+«
Tab[a[wle[r[t]y[ulifo]p|[]]
caplafs[d[fla[h[i[k[I]:]"]
shit[z [x[c[¥ [b[n[m[, [. [/]«
ctifaii] * [\ ] [4]t]«]~>

4. Select Manager from the Log on drop down.
5. Enter password into the password field (default is 123456)
6. Click Log On. The main screen will open.

{4 AD200 64 user
".r*-% ad200 main entrance
-{"i'=[:r\1 64 User

{1% LUZUU 2 access test

SR X XS

t_*i% CO200 64 User

[ No device connected. }

Device Options SUS Options About

7. Start communication between the HHD and the lock (see specific lock for details).
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8. Click on Device Options. The Device Options screen will open.

9. Putthe lock in coupling mode (see specific lock for details)

10. Click on Couple HHD to Device option. Once the lock has been coupled to the HHD you will not need to
repeat this step unless you use a different HHD.

! | Utility Suftware'=_ i %320

Device Options

Programming
Before you can program a lock with the HHD, you must generate program files and transfer them to the HHD. See

Generating Program Files on page 105 for more information.
1.

Bring the HHD and either the USB cable or the Serial Cable with the CIP attached to it, to the lock that needs

programming. Do not plug the USB/CIP into the lock at this time.

Select Start on the HHD.

Select Schlage Utility Software (SUS) from the program menu. The SUS login screen will open.

i | utility Snftware'=_ 1 4£312

Login Screen

Utility Software
Log on as

Password

uﬁ

123/1|2|3(4|5|6|7(8]|9|0|-|=|

—

Tabq[wle[r[t[y[u]io]p

caPlafs[d[flaln[i[k[I];]"

shitf z[x[c[¥[b][n[m[,]. ]}

F

(]
ctijaii] * [\] [L]1

>

Select Manager from the Log on drop down.
Enter password into the password field (default is 123456)
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6. Click Log On. The main screen will open.

/ ¢ | Utility Software G';) i 4£31z

Main Screen

@ADQDD 64 user

adZIJlJ main entrance

v
X
@cm 64 User X
v
v

@UUZUU £ access test

EDZDD 64 User

o device connected. ]

Device Options  SUS Options About

7. Connect the HHD to the lock using the USB or CIP cables.
8. Start communication between the HHD and the lock (see specific locks for details).
9. Click on Device Options. The Device Options screen will open.

/ ¢ | Utility Software G';) i «4£3:20

Device Options
—

10. Click on Program Lock.

ySoftware &) | £ 3:23

AD200 64 user

ad200 main entrance

Cr 64 User

LuZul 2 access test

N N W KN

CO200 64 User

Select the door file and click Ok.

Back ok
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11. Select the Lock you wish to program from the list and Click OK.

! | Utility 50ftwarE'=_ i %323

Program Lock

5 'Utilit',r Software

ad The lock wil be
programmed with the

CM selected door file,
Continue?

L

cCo

Select the door file and click Ok.

Back ok

12. Click Yes.

/ ¢ | Utility Software G | (¢ 3:25

Program Lock
ad200 main entrance X

(a i Ltility Software Bk 4

Lock programmed
successfully,

Select the door file and click Ok.

Back ok

13. Click Ok. The lock is now programmed.

Updating Locks

Once the lock has been coupled and programmed you can update the lock easily.

1. Generate new program files if needed.

Download those files to the HHD using ActiveSync or Windows Mobile Device Center.
Connect the HHD to the lock being updated.

Connect the HHD to the lock.

Select Start on the HHD.

ISUE I S
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6. Select Schlage Utility Software (SUS) from the program menu. The SUS login screen will open.

! | Utility Suftw_g-.; 1 4312

_I;uc_';i,n Screen

[SCHLAGE/

Utility Software
Password

M“

13[1]2[3[4[s][6]7[8]o]0]-[=]«
Tablalw[e[r[t]y[uli]o]p|L
caPlafs[d[f[a[h[j[k[1]/]
shiftfz [x [c[v[b[n[m][, . ]
culai] - [\ ] [4]*

7. Select Manager from the Log on drop down.
8. Enter password into the password field (default is 123456)
9. Click Log On. The main screen will open.

©§ <312

L4ADZ00 64 user

adZIJlJ main entrance

-ft_EM 64 User

érlﬁ: LU2UU 2 access test

oKX XS

=kc0200 64 User

[ No device connected. ]

Device Options  SUS Options About

10. Start communication between the HHD and the lock (see specific locks for details).

Previous audit report
exists, overwrite?

[-i_ADQmJ 64 user v ]

Device Options SUS Options About
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11. When Auto Update is enabled in the SUS, as soon as the communication starts, the lock will automatically:

e update lock’s date/time
* collect audits
* update access rights

= Note: For Manual Update or for legacy locks information refer to the Schlage Utility Software — User
Guide.

Click Yes when message pops up.

/ ¢ | utility S0 o< 3:28

*:'Q‘_adzuu main entrance X
A 5 utility Software ik [P
Audits retrieved v
successully,
v
[-Q-ADQDU 64 user v ]

Device Options SUS Options About

12. Click OK. The lock has been updated.
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Appendix A:
Upgrading from Previous Versions of Schlage Express

It is possible to upgrade your system from a previous version of Schlage Express. Follow the directions below to
upgrade your system.

= Note: Program Settings and other individual settings will not be backed up and will need to be re-entered
into the new version after upgrade.

1. Backup the database

a. The system is set, by default, to automatically backup the database whenever the system is closed. Make
sure this feature is enabled. See Backup on page 45 for more information.

b. Close the system to back up the database.
2. Copy the backed up database file to another location or folder.
a. Open the location of the backup file.
b. Copy the file.
c. Paste the copied file into a new directory of your choice.
3. Uninstall the current version of the Schlage Express
a. Open the Control Panel.

B Control Panel [’._HE ['5__(
File Edit WView Faworites Toaols Help

\ Bzl 4 -.l-| |-
oy Bt x_/'l Iﬁ' 7 Search W Folders =

Address |[@ Control Panel 1""'| Go
Mame & Comments

;ﬁ.ﬁ.c3 Filter Configures speaker ...
f_‘,..ﬁ.l:cessil:uility Options Adjust your comput...
=& Add Hardware Installs and trouble...
';_‘)Add or Remove Programs Install or remaove pr...
=8 Administrative Tools Configure administr...
[gl Adobe Gamma Calibrate monitar fo...
% Automatic Updates Set up Windows ta ...
"_g ClearType Tuning Adjust your text for...
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b. Open the Add or Remove Programs option.

# Add or Remove Programs |-_| |EI |2|
.-""} L -_
@j Currently installed programs: [0 show updates Sort by | Name v |

Change or P S |
Reros fur] VR Client Applications
Programs Click here for support information.
- To change this program or remove it from your computer, dick Change or Remove.
é r!
Add New |FiZ Adobe Acrobat 7. 1.0 Professional Size 06, 00MB
Programs
. Adobe Flash Player 10 ActiveX
@ . Adobe Flash Player 10 Plugin
| _# adobe Photoshop CS Size 130.00ME
Add/Remove |
Windows H Adobe Reader 8. 1.0 Size 36, 50MB
Components |
@ 1B ALPS Touch Pad Driver Size 1 3amp |

c. Select Name from the Sort by drop down box.
d. Scroll down the list until you see Schlage Express. Select it.
e. Click the Remove button. Schlage Express will be uninstalled.

4. Delete the Schlage Express folder from Program Files. (Because of the ProxXLator.exe program the folder will
need to be manually removed).

Go to My Computer.

Click on C:\

Click on Program Files.

Find and Select the Schlage Express folder.

Right Click and select Delete from the drop down options. The Confirm Folder Delete window will open.
Click OK. The folder will be deleted.

5. Install this version (4.2) of Schlage Express. See Installing/Starting Schlage Express on page 17 for
more information.

-~ 0o oo T o®

6. Restore the back up the previous version.

Sign into Schlage Express.

Go to Facility>Restore Backup.

Click Yes. The Select Facility to Restore window will open.

Navigate to the database that was backed up from the previous version and select the backup file.
Click Open. The Existing Facility File Found window will open.

Click OK.

The old Database has been attached to the new version of Schlage Express and your upgrade is complete.

-~ 0o oo T o®
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Appendix B: ProxXLator

Overview

The ProxXLator application is included with Schlage Express to help the user with deriving proximity card data.
The Data Input section allows the user to derive the proximity card raw data from the card’s Hotstamp, Facility
Code and Version number. The Split Data section allows the user to extract Bit Data along with Hotstamp, Facility

Code and Version information using known card formats.

To open the ProxXLator application either:
e Double Click on the ProxXLator shortcut icon that was installed during the Schlage Express installation
or
* Go to Start Menu>All Programs>Schlage>Launch ProxXLator.exe

Data Input

The Data Input window of the ProxXLator application opens automatically when the application is started. It can
also be accessed by clicking on the Data Input tab at the top of the window.

— Proximity Credential Translator [v2.4.0] E] |
[rata Input l Split Drata ]
Fro= Card Format -
Hotst Mo foidl -olma 1] Select the card format,
el il “ ™ 26 Bit 2] Enter the hotstamp number printed

. : : on the proximity credential,

Fasilty Code: £ 34Bit 3] Enter the Fanilty Code.
o li " 35 Bit 4] Enter the Yersion [if applicable)
- 5] Press the "Convert' button

{” 35Bit¥ceed ID
7 36 Bit ¥eeed D
(" 37 Bit Xoeed D

Convert {* 37 Bit
~

IR

Proxif
Prox Data: | " Casi
Exit

Hotstamp No Field - This is where the Hotstamp of the proximity credential will be entered.
Facility Code Field - This is where the Facility Code of the proximity credential will be entered.
Version Field - This is where the Version number (if applicable) of the proximity credential will be entered.

Convert button - Clicking this button converts the information in the above fields and displays that information
Prox Data field.
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Prox Data Field - This field shows the converted proximity data once the above fields have been entered and the
Convert button has been clicked.

Copy Button

allows the user to select which format is in use.

Using Data Input

To use the Data Input application to derive the Prox Data from a proximity card, follow the instructions below:

1.

N o o koD

Open the ProxXLator application.

- This button is used to add the information in the Prox Data field to the clip board. The
information can then be pasted into Schlage Express.

Prox Card Format Section - Lists all the Card Formats that are supported by the ProxXLator application and

= Proximity Credential Translator [v2.4.0]

mE

Drata lnput l Split Data ]
Prox Card Format

Hatstamp Ma.: “—“ SRR
Faciity Code: [ " 34Bit
on [0 " 356

£ 36BitXceed D

" 36 Bit¥ceed ID

" 37 BitXceed ID

Coarwert & 37 Bit

1] Select the card format.

2] Enter the hotstamp number printed
on the prosimity credential.

3] Enter the Facility Cade.

4] Enter the Wersion [if applicable)

5] Press the "Convert' buttan

IR

" Prowif
Prox Data: | " Casi
Exit

Click on the Data Input tab if not already selected.

Select the card format from the Prox Card Format list.
Enter the hotstamp number of the card in the Hotstamp No. field.

Enter the facility code in the Facility Code field.

Enter the version number (if any) in the Version field.

Click the Convert button. The converted proximity card data will display in the Prox Data field.
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8. To copy the proximity card data to the clipboard click on the copy button . The proximity card data can now
be pasted into Schlage Express or another application.

7 Proximity Credential Translater [v2.4.0] {pcProx USB Reader Detected} E] = @
Data Input l Split Drata ]
Pro= Card Format -
Hotst Mo ki n.:lma 1] Select the card format.
LsidEilAN. S 478793 " ZEBit 2] Enter thie haotstamp number printed
- : : on the proximity credential.
Fasiliy Code:  [102 " 34 3] Enter the Facilty Code:
o l— " TEEit 4] Enter the Yersion [if applicable)
: ; 8] Press the Coreert’ button
(" 35 Bit ¥oeed 1D
& 36 Bitkceed D
(" 37 Bit Xceed ID
Corrvert * 37 Bit
" Prosif
Prax Datar | n0n0n00g224001 22 " Casi
Exit ‘

Split Data

The Split Data window of the ProxXLator application is accessed by clicking on the Split Data tab at the top of the
window.

= Proximity Credential Translator [vZ.4.0] g 1 @

Data Input £ Splt Data |

1] Enter Card Data or Select <Read from Lock> or <Read from USE>
2] Prezs <Split Datay to attempt to extract hatstamp number,
facility code and wersion uzing known card formats.

Enter Data from Card. Select <Split Datax

Card Data: |
Bit D ata: J
26 Bit 34 Bit 35 Bit 35 Bit 3EBit > 37 Bit= 37 Bit Prrowsif
Hatstamp Mo ] ] ]
Facility Code: J ] Mo Facility
Wersion: ]
~ Com Puart - 1

Split Data ‘ Read from Lock -

Reinitialize LISE

Exit ‘

Card Data - This field displays the raw card data of the proximity credential. The data can be manually entered
into this field or populated by an enroliment reader.

Bit Data - This field displays the bit data of the proximity credential.
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Hotstamp No. - These fields display the converted Hotstamp information of the credential. The card format of the
credential will determine which fields will populate. Multiple fields will populate if the data lends itself to multiple
formats.

Facility Code - These fields display the converted Facility Code information of the credential. The card format
of the credential will determine which fields will populate. Multiple fields will populate if the data lends itself to
multiple formats.

Version - This field will display the version information for the Proxif format only.
Split Data - Clicking this button converts the information from the Card Data field into the other fields.

Com Port - If reading credential information from a lock or serial reader, use this drop down to specify which port
it is connected to.

Read From Lock - If reading credential information from a lock, present the card to the lock and then click this
button, the card information will populate the Card Data field.

Read from USB - If reading credential information from a USB reader, present the card to the reader and then
click this button. The information will populate the Card Data field.

Reinitialize USB - If the USB reader is connected to the computer after the ProxXLator application has been
started, click this button to enable the USB reader.

Using Split Data
To use the Split Data application to derive the hotstamp, facility code and version number from a proximity card,
follow the instructions below:

1. Open the ProxXLator application.
2. Click on the Split Data tab.

j'Proximity Credential Translator [v2.4.0] g mh X

2]

Enter Data from Card. Select <Split Datay

Drata lnput

1] Enter Card D ata or Select <Read from Lock> or <Read from USB>
2] Presz <Split Datay to attempt to extract hotstamp number,

Card [ ata: | facility code and vergon uzing known card formats.
Bit Data: I
2B Bit 34 Bit 35 Bit 35 Bit 36 Bit ¥ A7 BitH 37 Bit Prozif
Hotstamp Mo.: l | | | | | | |
Facility Code: | | | | [ | | NoFacly [
Version; |

Com Part

Split D ata ‘ Fiead from Lack =

Feinitialize USE

E it ‘

3. Manually entering data:
a. Enter the proximity card data into the Card Data field.

b. Click on the Split Data button. The bit data of the card will populate the Bit Data field and any converted
data will populate the Hotstamp, Facility Code, and Version fields under the applicable card formats.

c. Repeat steps a and b for any additional cards.
4. Entering data using a Lock or Serial Reader:
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Connect the lock to the computer.

Select the com port of the lock using the Com Port drop down.

Present the card to the lock to be read.

Click the Read from Lock button. The proximity card data will populate the Card Data field.

© 20 o w

Click on the Split Data button. The bit data of the card will populate the Bit Data field and any converted
data will populate the Hotstamp, Facility Code, and Version fields under the applicable card formats.

f. Repeat steps c through e for any additional cards.
5. Entering data using a USB Reader:
a. Connect the reader to the computer.
Click the Reinitialize USB button.
Present the card to the reader to be read.
Click the Read from USB button. The proximity card data will populate the Card Data field.

® a0 o

Click on the Split Data button. The bit data of the card will populate the Bit Data field and any converted
data will populate the Hotstamp, Facility Code, and Version fields under the applicable card formats.

f.  Repeat steps c through e for any additional cards.

= Proximity Credential Translator [v2.4.0] {pcProx USB Reader Detected} E]
Data lnput  Splt Data l
; 1] Enter Card D'ata or Select <Read from Lock> or <Read from USB>
Enter Data from Card, Select <3plit Data> 2] Presz <Split Datas toattempt to extract hatstamp number,
Card D ata: 100000005334001 24 facility code and vergon uzing known card formats.
Eit Data: ]DDDDDDDDDDDDDDDDDDDDD‘I 10011011100000000001 0107100
25 Bit 34 Bit 35 Bit 35 Bits 36 Bit 37 Bitx 37 Bit Proxif
Hatstamp Mo.: |42 Mot 34 Bit |Mot 35 Bit 1N0t 36 |N0t 36 Bi = |458?94 4R87I4  1R393E170 917588
Facility Cade: |55 | ] |'I 0z 102 Mo Facility a1
Wersion: |o
- Com Port
Split Data Read from Lock -
Read fram USE
Reinitialize USE
Exit
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