Product Release Information: Gateway Firmware 01.51.24

<table>
<thead>
<tr>
<th>Product</th>
<th>Gateway</th>
</tr>
</thead>
<tbody>
<tr>
<td>Version Number</td>
<td>01.51.24</td>
</tr>
<tr>
<td>Firmware Release Date</td>
<td>July 10, 2017</td>
</tr>
<tr>
<td>Production Release Date</td>
<td>August 2017</td>
</tr>
<tr>
<td>Customer Support</td>
<td>For more information or support, visit the ENGAGE Technology Solutions web site</td>
</tr>
</tbody>
</table>

Attention:

This document contains the Release Notes for Gateway firmware version 01.51.24. The version includes feature updates and improvements made after the Gateway product release firmware 1.50.08, released in May, 2017.

Installation and Update Notes:

Installation:

Gateway firmware updates can be accomplished using the “SoftAP” mode with the ENGAGE Mobil Application and/or use the Gateway API when commissioned in IP mode.

Device firmware updates are made available through the ENGAGE™ cloud database.

The new features and improvements noted here are only possible when the Gateways, locks and the mobile application(s) are all updated to the following firmware and application versions (or higher):

- Gateway firmware – 01.51.24
- NDE firmware – 02.10.08
- Schlage LE firmware – 01.05.43
- MT20W Credential Reader – 36.01.00
- Schlage Control firmware – 03.04.01
- iOS mobile application – 01.09.30
- Android mobile application – 02.02.30

NOTE: ALL BOLD item(s) above have been updated from the previous release in May 2017
The Knowledge Center information portal provides additional information: Search for the “How do I perform GATEWAY Firmware Updates” solution for more details.

Who should update?

Allegion recommends keeping all devices at your site up to date with the latest firmware and software. We strive to provide the best products and service for our customers.

Our latest firmware and software releases will allow the customer to get the most from their devices.

Specifically, all customers who would be interested in the following Recent Changes and New Features should update all the devices and mobile devices used at their site:

New Features:

- RSI Gateway now has “Over the Network Reflash” ONR for both the Gateway firmware upgrade and LINKED edge device firmware upgrade. Use the mobile application to first load Gateway firmware version 01.51.24, enabling ONR by the Control Panel of later firmware versions. Starting in August the factory will install firmware version 01.51.24, or newer, in new Gateway devices.
- Device configuration updates are improved

Recent Changes:

- Gateway reporting of linked device configuration status and diagnostic logging is improved.
- The Gateway to device downloads abort and report status is now handled better.
- A SoftAP firmware update error was corrected and the Gateway, Wi-Fi now turns off when file transfer is finished.
- Gateway handling of lock credential read data is now optimized during other file transfers.
- The Gateway nearby scan list now excludes other Gateway devices.
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