Product Release Information: Gateway Firmware 01.56.02

<table>
<thead>
<tr>
<th>Product</th>
<th>Gateway</th>
</tr>
</thead>
<tbody>
<tr>
<td>Version Number</td>
<td>01.56.02</td>
</tr>
<tr>
<td>Firmware Release Date</td>
<td>October 9, 2019</td>
</tr>
<tr>
<td>Production Release Date</td>
<td>October 2019</td>
</tr>
<tr>
<td>Customer Support</td>
<td>For more information or support, visit the ENGAGE Technology Solutions web site</td>
</tr>
</tbody>
</table>

Attention:

This document contains the Release Notes for Gateway firmware version **01.56.02**. The version includes feature updates and improvements made after the Gateway product release firmware 1.55.24 released in July of 2019.

Installation and Update Notes:

*Installation:*

Gateway firmware updates can be accomplished using the ENGAGE Mobil Application and/or use the Gateway API when commissioned in IP mode.

Device firmware is made available through the ENGAGE™ cloud database.

The new features and improvements noted here are only possible when the ENGAGE Software, Gateways, locks and the mobile application(s) are all updated to the following firmware and application versions (or higher):

- Gateway – **01.56.02**
- NDE – 02.12.72
- Schlage LE – 01.07.67
- MT20W Credential – **39.03.00**
- Schlage Control – **03.08.02**
- Schlage Control Legacy – **03.08.02**
- iOS Mobile – 3.2.6
- Android Mobile – **4.3.13**
- ENGAGE Software – 7.1

NOTE: ALL **BOLD** item(s) above have been updated from the previous releases.
Who should update?

Allegion recommends keeping all devices at your site up to date with the latest firmware and software. We strive to provide the best products and service for our customers.

Our latest firmware and software releases will allow the customer to get the most from their devices.

Specifically, all customers who would be interested in the following Recent Changes should update all the devices and mobile devices used at their site:

Recent Changes:

- Site Survey Improvements
  - Site Survey scores will now always be shown

- DNS Improvements while using a Static IP
  - DNS will now always configure correctly while using a Static IP

- Support added for NDE 2.0 Firmware Upgrades

- Increased the characters allowed for Firmware Upgrade URL
  - Gateway firmware URL length maximum is 256 characters
  - Maximum URL length for an Edge Device firmware upgrade is 512 characters

---

<table>
<thead>
<tr>
<th>Revision</th>
<th>COMMENTS</th>
<th>DATE</th>
</tr>
</thead>
<tbody>
<tr>
<td>SES20190925A</td>
<td>Update to firmware version 1.56.02, with ENGAGE 7.1 release</td>
<td>09-25-2019</td>
</tr>
</tbody>
</table>

Contact Technical Support for any questions concerning these Release Notes
1-877-671-7011 Option 2 Option 2– Hours of Operation 8 AM to 8 PM EST